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Abstract

A cyber-physical system (CPS) consists of physical devices and the embedded
computer. The physical devices collect the data about the physical processes and send
it to the embedded computer. The embedded computer is responsible for analyzing
the data, performing computations, controlling the physical processes, and so on.
Since CPSs are widely used in critical infrastructures to support the essential services
of society, it is critical to ensure the resilience of the system. Here, resilience is the
ability to withstand and recover from threats. Two of the most significant threats for
CPSs are anomalies of devices and deliberate attacks. In this thesis, we propose a
solution to improve the resilience of the CPSs, which consists of an anomaly detection
framework and tamper-resistant control for a CPS.

We first propose a generalized anomaly detection framework that iterates sparse
reconstruction and sequential measurement. The detection method can detect the
anomalies exactly with a small number of measurements, which is expected to be
applied to a variety of CPSs. Furthermore, we develop a termination condition for
the iterative detection algorithm that allows the algorithm to terminate after a few
iterations and locate the anomalies with guaranteed exactness. In this thesis, we
present the applications of the detection framework in the case of there is no prior
knowledge and there is prior knowledge, using the examples of network systems and
demand response of smart grids, respectively. Simulation results demonstrate that
the detection method can detect the anomalies exactly and efficiently.

Then, we propose a framework of tamper-resistant control for CPSs, which is
resistant to physical attacks on the controller, such as stealing the entity or copying
the code of the controller. The tamper-resistant controller stabilizes the system if the
state is an element of a finite time-varying set; otherwise, it produces an incorrect
value, where the measure of the time-varying set in the set of continuous states is
zero. We design the time-varying set elaborately such that the union of the sets
over time is a dense set. By using the property of a dense set, the attackers cannot
obtain the information of the time-varying set by observing the signals of the system.
Furthermore, since the measure of the time-varying set in the set of continuous states
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is zero, without the information of the time-varying set, the probability of an attacker
obtaining the information of the controller is theoretically zero. The tamper-resistant
controller is realized by a neural network and time-varying quantization. Simulation
results demonstrate the security and feasibility of the proposed controller.
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Chapter 1

Introduction

1.1 Cyber-Physical Systems

Over the past decade, propelled by the rapid development of information and com-
munication technologies, a new generation of systems, called cyber-physical systems
(CPS), have become increasingly popular [1–8]. The term “cyber-physical systems”
emerged in 2006, coined by Helen Gill at the National Science Foundation in the
United States [9]. A CPS is the integration of computation and physical processes [10],
and a typical framework of CPS is shown in Fig. 1-1, composed of physical devices
and the embedded computer. The physical devices, such as sensors, collect the data
about the physical processes and send it to the embedded computer. The embedded
computer is responsible for analyzing the data, performing computations, controlling
the physical processes, and so on [11]. Such seamless interaction with networks of
physical and computational components is one of the most important properties of a
CPS.

Examples of CPSs include industrial control systems, smart grids, healthcare sys-
tems, network systems, and intelligent transportation systems [12–21]. Here, two
examples, the wireless sensor network system and the smart grid, are introduced.

1. Wireless sensor network system: A typical wireless sensor network system is
shown in Fig. 1-2, which consists of a manager and sensor nodes [22]. Sensor
nodes connect to others, and then form a network. These nodes collect envi-
ronmental information, such as temperature and sound, and send their data
through the network to other nodes or the network manager, where the data
can be observed and analyzed. The manager is responsible for analyzing the
data from the network, managing the nodes to maintain the operations of the
network, and so on [22, 23]. Wireless sensor network systems can monitor and
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Figure 1-1: A framework of CPS.

control a physical environment and achieve specific goals, which are used in
industrial process monitoring and control, agriculture, battlefield surveillance,
and so on.

2. Smart grid: The smart grid is a new and improved power grid. It can flexibly
adjust the power generation, transmission, and distribution or adjust the power
consumption of the customers by collecting the power supply status of the
supply side and the power usage status of the customer side. A framework of
the smart grid is shown in Fig. 1-3, which incorporates power plants, energy
storage and transmission facilities, renewable energy resources such as wind
and power plants, customers, and so on. By using two-way flows of electricity
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Figure 1-2: A wireless sensor network system.

and information, the smart grid provides better stability and improves energy
efficiency than the traditional grid [15, 16].

Since CPS will not only provide the foundation of our critical infrastructure and
improve our quality of life but also have the potential to impact various sectors of
the world, it has attracted the attention of government, industry, and academia in
the United States, Europe, and Japan [16, 24–26]. The National Intelligence Council
foresees CPS as one of the six disruptive civil technologies with potential impacts on
U.S. interests [24]. The European Commission has launched a research and innovation
program in 2013, called Horizon 2020, which covers the research on CPS [25]. The
Cabinet of Japan proposed the Society 5.0 strategy, and one of the key technologies
to its realization is CPS [26].
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Figure 1-3: A framework of smart grid.

1.2 Resilience of CPSs

Since CPSs are integrated into our everyday lives and used in critical infrastruc-
tures to support the essential services of society, there is a greater need for their
ability to perform their required functions under expected and unexpected adverse
events [27]. This leads to the concept of resilience. Resilience is the ability to with-
stand and recover from threats [27–32]. Two of the most significant threats for CPSs
are anomalies of devices and deliberate attacks [27, 33, 34]. Thus, in this thesis, we
focus on enhancing the resilience of the CPSs by improving resistance to anomalies
and deliberate attacks.

1.2.1 Anomaly Detection of CPSs

Due to the complexity of the physical world, there are inevitably some abnormal
physical devices in CPSs [13]. For example, in wireless sensor networks, it is inevitable
that some failures occur at the nodes, such as communication delays. Such anomalies
may cause the partitioning of the network into various small segments and restrict
the communication of the network [37, 38]. To ensure the resilience of the system, the
embedded computer has to locate and subsequently repair it as soon as possible [35,
36, 39].

One of the solutions for anomaly detection in CPSs is given by machine learning
techniques [36, 39–41]. In [36], an anomaly detection method based on a convolu-
tional neural network is proposed. The method forecasts the behaviors of all devices
and utilizes the difference between the predicted and actual behaviors for detection.
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In [40], the researchers present an anomaly detection methodology based on semi-
supervised machine learning and deep learning. In [41], a detection algorithm based
on an echo state network is proposed. These methods can detect anomalies with a
high accuracy. However, since these methods need to monitor all devices in real-time,
for a large-scale CPS, such methods lead to significant communication and detection
costs, which brings a challenge for practical use [42–44].

The technique of sparse reconstruction provides a promising solution to the de-
tection problem. Sparse reconstruction is a signal processing technology aimed at
recovering a sparse signal, i.e., a signal with only a few nonzero entries, from limited
measurements by finding a solution to an underdetermined linear system [45–50]. It
is usually applied to compressive sensing and image reconstruction, such as magnetic
resonance imaging [51]. Meanwhile, since the anomalies also have sparsity, i.e., it is
unlikely that numerous anomalies happen simultaneously, sparse reconstruction can
also be applied to anomaly detection [52]. By constructing the measurements prop-
erly and using the technique of sparse reconstruction, the anomalies are expected to
be located.

Several anomaly detection approaches for CPSs based on a special form of sparse
reconstruction, called group testing, have been proposed [52–54]. Group testing is a
detection method that divides the objects into several groups and identifies anoma-
lies on groups rather than on individual ones [55–59]. It is expected to detect the
anomalies without the need to measure all devices. Most existing methods construct
the measurements based on some random matrices, such as Gaussian matrices [52–
54]. They can not guarantee the exactness of anomaly detection, although the results
demonstrate that the method can locate the anomalies with a high probability. On
the other hand, a detection approach is proposed in [60]. It iterates sparse reconstruc-
tion and individual measurements, which can detect the anomalies with an exactness
guarantee. However, there remain several challenges for practical application, such
as the excessive number of individual measurements and the inability to handle the
majority of realistic cases. Therefore, a generalized detection framework that can
detect the anomalies exactly via limited measurements is required.

1.2.2 Tamper Resistance of CPSs

A CPS is vulnerable to attacks on both the physical and cyber sides with the intent
of stealing sensitive information, such as the control law [15]. Such attacks could lead
to the disclosure of commercial or military secrets, resulting in enormous economic
losses and even national security issues. To ensure the resilience of the system, it is
important to improve the resistance to attacks [61, 62]. Many studies have focused
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on software-defined networking [62–64]. It is an approach that uses software-based
controllers or application programming interfaces to communicate with devices and
direct traffic on the network, which can prevent unauthorized access to the controller.
However, these methods can not handle physical attacks on the controller, such as
stealing the entity or copying the code of the controller.

In [65], a tamper-resistant controller is proposed. Here, the tamper resistance is
the resistance to unauthorized access to the sensitive information of the controller [66].
The idea is that the tamper-resistant controller produces incorrect values in almost
all states except for a predefined limited number of states. Because the measure of
the predefined limited number of states in the set of continuous states is zero, without
the information of the predefined states, the probability of an attacker obtaining the
information of the controller is theoretically zero. The tamper-resistant controller is
achieved by a neural network and time-invariant quantization. The controller out-
puts the correct values only when the states are correctly quantized. However, for
a time-invariant quantization system, if the attacker observes the quantized states,
the quantization information would be easily obtained since the observed signals are
the elements of a finite set. Then, the controller would be vulnerable. Therefore, the
tamper resistance of the controller needs to be improved.

1.2.3 Goal

Based on the above observations, we aim to enhance the resilience of the CPSs
by improving the resistance to anomalies and deliberate attacks. More specifically,
the goal of this thesis is to propose a generalized detection framework that can detect
anomalies exactly via a small number of measurements and a framework of tamper-
resistant control for CPSs.

1.3 Contribution

This thesis proposes a solution to enhance the resilience of the CPSs, as shown
in Fig. 1-4, which consists of an anomaly detection framework and tamper-resistant
control for a CPS. The contributions are summarized as follows.

1. Based on the idea of the method in [60], we propose a generalized detection
framework that is the sparse reconstruction based on sequential measurements.
More specifically, we utilize the sparsity of the anomalies and reduce the detec-
tion problem to the problem of solving the sparse unknowns from an underde-
termined system of linear equations. However, it is well-known that there might
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Figure 1-4: The proposed solution to improve the resilience of the CPSs.

be multiple solutions to an underdetermined system of linear equations, even if
the sparsity of unknowns is considered. In other words, the information of the
linear equations and the sparsity of unknowns is not sufficient for uniquely de-
termining the unknowns. This prevents us from locating the anomalies exactly.
Therefore, we incorporate several sequential measurements into the detection to
complement the insufficient information and propose the detection framework
of sparse reconstruction based on sequential measurements. In this thesis, we
present the applications of the detection framework in the case of there is no
prior knowledge and there is prior knowledge, using the examples of network
systems and demand response of smart grids, respectively. Furthermore, we de-
velop a termination condition for the iterative detection algorithm that allows
the algorithm to terminate after a few sequential measurements and locate the
anomalies with guaranteed exactness. Simulation results demonstrate that our
proposed method can detect the anomalies exactly and efficiently.

2. We propose a framework of tamper-resistant control for CPSs, which can handle
physical attacks on the controller, such as stealing the entity or copying the
code of the controller. The tamper-resistant controller stabilizes the system
if the state is an element of a finite time-varying set; otherwise, it produces
an incorrect value, where the measure of the time-varying set in the set of
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Figure 1-5: Structure of this thesis.

continuous states is zero. We design the time-varying set elaborately such that
the union of the sets over time is a dense set. By using the property of a
dense set, the attackers cannot obtain the information of the time-varying set
by observing the signals of the system. Furthermore, since the measure of the
time-varying set in the set of continuous states is zero, without the information
of the time-varying set, the probability of an attacker obtaining the information
of the controller is theoretically zero. The proposed controller is achieved based
on a neural network and time-varying quantization. Our simulation results
demonstrate the security and feasibility of the proposed controller.

1.4 Structure of the Thesis

The structure of this thesis is shown in Fig. 1-5. The rest of this thesis is organized
as follows: Chapters 2 and 3 present the applications of the detection framework in the
case of there is no prior knowledge and there is prior knowledge, using the examples
of network systems and demand response of smart grids, respectively. In Chapter
4, we detail the tamper-resistant controller. Finally, the conclusion is presented in
Chapter 5.

We next introduce some notations that will be used.
Notation: Let R be the set of real numbers, and let R+ denote the set of all positive
real numbers. Let N and Z+ denote the set of natural numbers and the set of positive
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integers, respectively. Let ‖𝑥‖𝑝 denote the ℓ𝑝-norm of the vector 𝑥. Note that ‖𝑥‖0
is equal to the number of the nonzero elements of 𝑥. We use |P| to denote the
cardinality of the set P. Let ⌊𝑥⌋ and ⌈𝑥⌉ denote the floor and ceiling of a real number
𝑥, respectively. The former is the greatest integer less than or equal to 𝑥, and the
latter is the least integer greater than or equal to 𝑥.
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Chapter 2

Detection of Abnormal Nodes in
Network Systems

In this chapter, we introduce the detection of abnormal nodes in network systems,
which is partially based on our work in [67].

2.1 Introduction

A typical network system is composed of a manager and nodes, as shown in Fig. 1-
2. The nodes communicate with others over the links [68]. The network manager is
responsible for analyzing the data from the network, managing the nodes to maintain
the stable operation of the network, and so on [22, 23].

One of the most common and serious problems in a network is node failure [69].
Once there is an abnormal node, the manager has to locate and recover it as soon as
possible to sustain the stable operation of the network [23, 42, 69–72]. For anomaly
detection in networks, one might consider that it can be easily achieved by monitoring
and measuring the status of all nodes. However, such an approach leads to significant
communication and detection costs [43, 44]. Therefore, it is advisable to detect the
abnormal nodes with only a few measurements.

Group testing provides a promising solution for the diagnosis of the abnormal
nodes in networks. Its idea is to divide the nodes into several groups and identify
abnormal nodes on groups rather than on individual ones [55–59]. Group testing is
performed by following three steps: (a) The manager specifies several simple paths
that are sequences of distinct adjacent nodes in the network. (b) The manager sends
the test signals, such as timestamp signals, called probes, along the paths and mea-
sures the sum of faults, such as delay, over the paths. (c) The manager locates the
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abnormal nodes based on the measurement results of the probes. Several anomaly
detection approaches based on the technique of group testing have been proposed, for
which the paths of probes are randomly constructed [52–54]. Although the results
demonstrate that the manager can locate the abnormal nodes with a high probability
by using such probes, it is important to note that they are not guaranteed to achieve
an exact detection.

Motivated by the above observations, we aim to propose a method that can detect
the abnormal nodes exactly via a small number of measurements for networks. By
using the technique of sparse reconstruction, we propose the group testing based
on the binary correlation construction probes [73–77]. Furthermore, we analyze the
performance limitation of the group testing [67]. Our analysis finds that the manager
can detect abnormal nodes exactly via a small number of measurements using group
testing. However, we also find that the construction approach is not applicable to all
networks due to the restriction of network topology. On the other hand, the exactness
of detection relies on the assumption that the maximum number of abnormal nodes is
known prior. However, it is not realistic. Therefore, based on the idea of incorporating
individual measurements into detection in [60], we propose a detection method based
on group testing and sequential measurements.

The rest of this chapter is organized as follows: Section 2.2 formulates the anomaly
detection problem in networks. Section 2.3 introduces preliminaries on graph theory
and group testing. Section 2.4 proposes the group testing based on the binary correla-
tion construction probes and analyzes its performance limitation. Section 2.5 proposes
the detection method based on group testing and sequential measurements. Finally,
the performance of the proposed method is evaluated by simulation in Section 2.6.

2.2 Anomaly Detection Problem in Networks

Consider a network system as exemplified in Fig. 1-2, composed of a manager and
nodes. The network is modeled as an undirected graph 𝒢 = (V,E, 𝑙), where V =

{𝑣1, 𝑣2, . . . , 𝑣𝑛} is the set of nodes, E ⊆ V×V is the set of links, and 𝑙 : V → [0,∞)

is a function defining the labels of nodes. We use 𝑙(𝑣𝑗) to denote the label of node 𝑣𝑗,
and it represents the anomaly status (e.g., delay time and packet losses) at the node.
Then, 𝑙(𝑣𝑗) ̸= 0 means there is an anomaly at node 𝑣𝑗, and 𝑙(𝑣𝑗) = 0 means there is
no anomaly. A node with a nonzero label is called an abnormal node.

To locate abnormal nodes, the network manager can send probes along any several
simple paths in the network and measure the anomaly status of the nodes in paths.
Assume that the manager specifies 𝑚 paths and calls them path 1, 2, . . . ,𝑚. By
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letting P𝑖 ⊆ {𝑣1, 𝑣2, . . . , 𝑣𝑛} denote the set of the nodes in path 𝑖 (𝑖 = 1, 2, . . . ,𝑚),
the measurement for the probe along path 𝑖 is defined as

𝑦𝑖 =
∑︁
𝑣𝑗∈P𝑖

𝑙(𝑣𝑗). (2.1)

In other words, the measurement 𝑦𝑖 ∈ [0,∞) denotes the sum of the labels of the
nodes in path 𝑖. If there is at least one abnormal node in path 𝑖, we have 𝑦𝑖 > 0;
otherwise, 𝑦𝑖 = 0. Then, the detection problem is to detect the abnormal node exactly
via a small number of probes.

2.3 Preliminaries on Graph Theory and Group Test-
ing

In this section, preliminaries on graph theory and group testing are introduced [56,
78–80].

2.3.1 Graph Theory

Consider an undirected graph 𝒢 = (V,E). The degree of a node is the number of
links with the node as an end-point. By letting 𝛿𝑗 be the degree of the node 𝑣𝑗 ∈ V,
the minimum degree of the nodes in 𝒢 is defined as

𝛿(𝒢) = min
𝑗∈{1,2,...,𝑛}

𝛿𝑗.

For example, consider the graph 𝒢 in Fig. 2-1. The degree of the node 𝑣1 is 𝛿1 = 2.
The minimum degree of the nodes in 𝒢 is 𝛿(𝒢) = 1.

A simple path denotes a sequence of distinct adjacent nodes in a graph. A Hamil-
tonian path is defined as a path that visits each node of a graph exactly once. A
random walk on a graph is a process that begins at a node, and at each time step
selects an adjacent node of the present node and moves to the selected node. For
example, for the graph in Fig. 2-1, path 1 is a simple path and a Hamiltonian path
of 𝒢.

Then, we introduce the notion of induced subgraph. Consider a set of nodes in 𝒢,
denoted by T ⊆ V. The subgraph of 𝒢 induced by the set T is the graph that has
T as its set of nodes and contains all the links of 𝒢 that have both endpoints in T.
The induced subgraph is denoted by 𝒢T. For example, Fig. 2-2 shows the subgraph
of the graph in Fig. 2-1 induced by T = {𝑣2, 𝑣3, 𝑣4, 𝑣5}.
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Figure 2-1: Graph 𝒢.

Figure 2-2: An induced subgraph of graph 𝒢.

2.3.2 Group Testing

Group testing is a method that is expected to detect abnormal nodes with a small
number of probes. Group testing on a network consists of three steps: (a) choosing
several simple paths for probes, (b) sending probes along the paths to measure the
anomalies over the paths, and (c) locating the abnormal nodes based on the measure-
ment results of probes. The method is described in detail as follows.

Consider a network 𝒢 = (V,E) with 𝑛 nodes. First, the manager chooses 𝑚 simple
paths in the network. Next, the manager sends probes along each path to measure the
anomaly status of the nodes in paths. By sending the 𝑚 probes, from (2.1), we obtain
the measurement results 𝑦1, 𝑦2, . . . , 𝑦𝑚. Then, by letting 𝑦 := [ 𝑦1 𝑦2 · · · 𝑦𝑚 ]⊤ ∈
[0,∞)𝑚, we have

𝑦 = 𝐶𝑥, (2.2)

where 𝑥 := [ 𝑙(𝑣1) 𝑙(𝑣2) · · · 𝑙(𝑣𝑛) ]⊤ ∈ [0,∞)𝑛 is called the anomaly status vector,
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Figure 2-3: Anomaly detection by using group testing.

and 𝐶 ∈ {0, 1}𝑚×𝑛 is called the measurement matrix, whose (𝑖, 𝑗)-th element 𝑐𝑖𝑗

represents whether 𝑣𝑗 is in path 𝑖 or not, i.e.,

𝑐𝑖𝑗 =

{︃
1 𝑣𝑗 ∈ P𝑖,

0 𝑣𝑗 /∈ P𝑖.

For example, consider the network in Fig. 2-3, and assume the manager chooses three
paths, for which P1 = {𝑣1, 𝑣2, 𝑣3, 𝑣5}, P2 = {𝑣3, 𝑣4, 𝑣5, 𝑣6}, and P3 = {𝑣5, 𝑣6, 𝑣7}.
Then, the measurement matrix is given by

𝐶 =

⎡⎢⎣1 1 1 0 1 0 0

0 0 1 1 1 1 0

0 0 0 0 1 1 1

⎤⎥⎦ . (2.3)

In (2.2), the matrix 𝐶 and the vector 𝑦 are known to the manager, and the
anomaly status vector 𝑥 is unknown to the manager. Then, the group testing can
find the abnormal nodes by solving the linear equation in (2.2) with respect to the
unknown anomaly status vector 𝑥 ∈ [0,∞)𝑛.

2.4 Group Testing Based on the Binary Correlation
Matrix and Its Performance Limitation

In this section, we propose the group testing based on the binary correlation
matrix and analyze its performance limitation.
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2.4.1 Group Testing Based on the Binary Correlation Matrix

As introduced in Section 2.3.2, group testing can detect the abnormal nodes by
solving the linear equation in (2.2) with respect to the unknown 𝑥 ∈ [0,∞)𝑛. However,
the number of probes is generally less than the number of nodes in group testing, i.e.,
𝑚 < 𝑛 in (2.2). It implies that there might be an infinite number of solutions of (2.2),
preventing the manager from uniquely determining 𝑥.

On the other hand, it is reasonable to assume that there are only a few abnormal
nodes, i.e., 𝑥 has a few nonzero elements. Assume that there are at most 𝑓 abnormal
nodes in the network, i.e., 𝑥 has at most 𝑓 nonzero elements, then the vector 𝑥 is
called an 𝑓 -sparse vector. By letting S(𝑓) denote the set of 𝑓 -sparse vectors in R𝑛, if
the manager can uniquely determine 𝑥 on S(𝑓), the abnormal nodes in the network
can be located. Then, the notion of 𝑓 -identifiability for the measurement matrix 𝐶

gives a solution for exact detection by using group testing:

Definition 1 (𝑓-identifiable matrix) Consider the linear equation in (2.2). The
matrix 𝐶 ∈ R𝑚×𝑛 is said to be 𝑓 -identifiable if (2.2) has a unique solution on S(𝑓).

�

If the manager can construct an 𝑓 -identifiable measurement matrix 𝐶, the abnormal
nodes can be detected. A promising method for constructing an 𝑓 -identifiable matrix
is given by the binary correlation matrices [73–77].

Definition 2 (Binary correlation matrix) Consider a matrix 𝐶 ∈ {0, 1}𝑚×𝑛, let
𝑐𝑖 ∈ {0, 1}𝑚 denote the 𝑖-th column vector of 𝐶. The matrix 𝐶 is called a binary
correlation matrix if 𝑐⊤𝑖 𝑐𝑗 ≤ 1 holds for every (𝑖, 𝑗) ∈ {1, 2, ..., 𝑛}2 such that 𝑖 ̸= 𝑗. �

For example, the following matrix 𝐶 ∈ {0, 1}4×5 is a binary correlation matrix:

𝐶 =

⎡⎢⎢⎢⎣
1 0 1 0 1

1 0 0 1 0

0 1 1 0 0

0 1 0 1 1

⎤⎥⎥⎥⎦ . (2.4)

There is a sufficient condition for a binary correlation matrix to be 𝑓 -identifiable [81].

Lemma 1 Consider a binary correlation matrix 𝐶 ∈ {0, 1}𝑚×𝑛 and an 𝑓 ∈ N.
Define 𝑑(𝐶) := min𝑖∈{1,2,...,𝑛} ‖𝑐𝑖‖2. If

𝑑(𝐶) > 𝑓, (2.5)

then the matrix 𝐶 is 𝑓 -identifiable. �
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Then, we propose employing a binary correlation matrix satisfying (2.5) as the
measurement matrix of group testing. Such a matrix can be constructed by the
progressive edge-growth algorithm in [76, 77].

2.4.2 Performance Limitation of the Group Testing

In this section, we analyze the performance limitation of the group testing based
on the binary correlation measurement matrix. The performance of the method corre-
sponds to the number of probes for exact detection. We first define the performance
limitation of the group testing and then propose our results.

Definition of Performance Limitation

Let G(𝑛) denote the set of the networks with 𝑛 nodes. Consider a network 𝒢 ∈
G(𝑛). Assume that there are at most 𝑓 abnormal nodes in 𝒢. Let C(𝒢, 𝑓) denote the
set of all feasible binary correlation measurement matrices of 𝒢 satisfying (2.5). Let
𝑚(𝐶) denote the number of probes when employing the measurement matrix 𝐶. In
other words, 𝑚(𝐶) is the row size of the matrix 𝐶. Then, the performance index of
the group testing is defined as the minimum number of probes required for network
𝒢:

𝑚(𝒢, 𝑓) := min
𝐶∈C(𝒢,𝑓)

𝑚(𝐶). (2.6)

The performance limitation of the group testing is defined as the minimum number
of probes required for the networks in G(𝑛) that is given by

𝑚*(𝑛, 𝑓) := min
𝒢∈G(𝑛)

𝑚(𝒢, 𝑓). (2.7)

By letting 𝒢* be the optimal solution to the minimization problem in (2.7), then
𝑚*(𝑛, 𝑓) is the minimum number of probes required for network 𝒢*.

Next, we aim to address the following problem:

Problem 1 Consider the networks in the set G(𝑛), and assume that there are at
most 𝑓 abnormal nodes in each network in G(𝑛).

1. Derive 𝑚*(𝑛, 𝑓).

2. Find 𝒢*.

3. Find an 𝑓 -identifiable measurement matrix 𝐶 ∈ {0, 1}𝑚*(𝑛,𝑓)×𝑛 for network 𝒢*.

�
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Analysis Results of the Performance Limitation

A solution to Problem 1 is given as follows.

Theorem 1 Consider the networks in G(𝑛), and assume that there are at most 𝑓

abnormal nodes in each network in G(𝑛). Let

𝑚− =

⌈︃√︂
(𝑓 + 1)𝑛𝑓 +

1

4
+

1

2

⌉︃
, (2.8)

𝑚+ =

⌈︃
(𝑓 + 1)

√︂
𝑛𝑓 +

1

4
+

1

2
(𝑓 + 1)

⌉︃
. (2.9)

1. The relation

𝑚− ≤ 𝑚*(𝑛, 𝑓) ≤ 𝑚+ (2.10)

holds. If there is a binary correlation matrix 𝐶 ∈ {0, 1}𝑚−×𝑛 with 𝑑(𝐶) = 𝑓 +1,
then 𝑚*(𝑛, 𝑓) = 𝑚−, i.e., 𝑚− is a solution to 1 of Problem 1.

2. Consider a network 𝒢 ∈ G(𝑛). If

𝛿(𝒢) ≥ 𝑛− 1

2

⌊︂
(𝑓 + 1)𝑛

𝑚+

⌋︂
, (2.11)

then 𝒢 is a solution to 2 of Problem 1.

3. Let 𝒢* be a network satisfying (2.11). A binary correlation measurement matrix
𝐶 ∈ {0, 1}𝑚*(𝑛,𝑓)×𝑛 with 𝑑(𝐶) = 𝑓 + 1 is a solution to 3 of Problem 1.

Proof of Theorem 1: See Appendix A. �

Theorem 1.1 provides the performance limitation of the proposed method and
derives the upper and lower bounds of the minimum number of probes required for
anomaly detection. Fig. 2-4 shows the upper and lower bounds in the cases of 𝑓 ∈
{1, 2, 3}. Theorem 1.2 provides a sufficient condition of network topology, under which
an 𝑓 -identifiable measurement matrix with the minimum number of probes can be
constructed for the network. For example, consider the case of 𝑛 = 30 and 𝑓 = 1,
Fig. 2-5 shows a network 𝒢 satisfying (2.11). Theorem 1.3 gives a measurement matrix
with the minimum number of probes for the network satisfying (2.11). Fig. 2-6 shows
a measurement matrix 𝐶 ∈ {0, 1}9×30 for the network in Fig. 2-5, where if 𝑐𝑖𝑗 = 1,
the cell at the 𝑖-th row and 𝑗-th column in the grid is colored black, otherwise, it is
colored white.
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(a) 𝑓 = 1

(b) 𝑓 = 2

(c) 𝑓 = 3

Figure 2-4: Performance limitation of the group testing.
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Figure 2-5: Network 𝒢 with 𝑛 = 30 and 𝛿(𝒢) = 28.

2.5 Detection Method Based on Group Testing and
Sequential Measurements

Due to the deterministic construction of the measurement matrix, the group test-
ing in Section 2.4 is not applicable to all networks. For example, consider the network
with five nodes, as shown in Fig. 2-7. By using the progressive edge-growth algorithm,
we have a 4 × 5 binary correlation matrix in (2.4), for which nodes 𝑣1, 𝑣3, and 𝑣5 will
be measured by probe 1, nodes 𝑣1 and 𝑣4 will be measured by probe 2, and nodes
𝑣2, 𝑣4, and 𝑣5 will be measured by probe 4. However, it is clear that there are no
simple paths that only consist of the corresponding nodes in the network. It implies
that the group testing based on the binary correlation measurement matrix is not
applicable to all networks due to the restriction of network topology.

On the other hand, the exactness of detection of the group testing relies on the
assumption that the maximum number of abnormal nodes 𝑓 is known prior. However,
it is not realistic.

Based on the above considerations, we propose a detection approach based on
group testing and sequential measurements that is applicable to arbitrary network
topologies and does not utilize 𝑓 as prior knowledge. The process of the proposed
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Figure 2-6: A measurement matrix 𝐶 ∈ {0, 1}9×30 of the network in Fig. 2-5.

Figure 2-7: A network with a line topology.

method is shown in Fig. 2-8. The method is described in detail in the following
subsections.

2.5.1 Group Testing Based on Random Walks

Generate 𝑚 simple paths based on random walks on network 𝒢 = (V,E) such
that

1. P𝑖 ̸= P𝑗 for every (𝑖, 𝑗) ∈ {1, 2, . . . ,𝑚}2 such that 𝑖 ̸= 𝑗,

2.
⋃︀𝑚

𝑖=1P𝑖 = V,

3.
⋃︀𝑚−1

𝑖=1 P𝑖 ⊂ V.

Here, the first condition is to avoid duplicate measurements, the second one is to en-
sure that all nodes in the network are measured at least once, and the third condition
is to reduce the number of measurements. In addition, in practice, one may prefer
to take measurements with short paths to reduce the communication cost and the
measurement time [52]. In this case, by setting |P𝑖| ≤ 𝑑 for every 𝑖 ∈ {1, 2, . . . ,𝑚},
the maximum length of the probes can be limited to 𝑑. For example, consider the
network in Fig. 2-3, where the manager generates three paths satisfying the above
three conditions and 𝑑 = 4.

By sending 𝑚 probes along the paths, from (2.1), we have (2.2). Then, the group
testing is to detect the abnormal nodes by solving (2.2) with respect to 𝑥.

However, if 𝑚 < 𝑛, the number of scalar equations in (2.2) is less than the
number of unknowns. Moreover, the measurement matrix 𝐶 is constructed randomly.
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Figure 2-8: Process of the detection method.

They imply that there might be multiple solutions to (2.2). In other words, the
information of 𝐶 and 𝑦 may not be sufficient for the manager to uniquely determine
𝑥. For example, consider the network in Fig. 2-3, the anomaly status vector is 𝑥 =

[ 0 0.8 0 0 0 0 0 ]⊤, i.e., node 𝑣2 is an abnormal node with 𝑙(𝑣2) = 0.8.
The manager generates three paths as shown in Fig. 2-3. Then, perform the group
testing based on the measurement matrix 𝐶 in (2.3) and obtain the measurement
result 𝑦 = [ 0.8 0 0 ]⊤. It is clear that there are multiple solutions to (2.2), e.g.,
[ 0.8 0 0 0 0 0 0 ]⊤ and [ 0 0.8 0 0 0 0 0 ]⊤. This motivates us to improve
the detection method.

2.5.2 Incorporation of Group Testing and Sequential Measure-
ments

On the one hand, the measurement result 𝑦 contains information about the ab-
normal nodes. From 𝐶 and 𝑦, the abnormal nodes can be roughly estimated. On the
other hand, the manager can send a probe to any node in the network and measure its
anomaly status to complement the insufficient information for the detection. Based
on the two considerations, we propose incorporating the individual measurements of
the suspicious nodes into the group testing.

Now, how do we select the suspicious node from 𝐶 and 𝑦 that will be individually
measured? Our idea is given as follows: Consider the linear equation in (2.2), and it
can be represented by

𝑦 = 𝑐1𝑙(𝑣1) + 𝑐2𝑙(𝑣2) + · · · + 𝑐𝑛𝑙(𝑣𝑛), (2.12)
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Figure 2-9: An example of the scalar projection.

where 𝑐𝑗 ∈ {0, 1}𝑚 is the 𝑗-th column vector of 𝐶. In other words, the vector 𝑦 is
constructed by the components 𝑐𝑗 (𝑗 = 1, 2, . . . 𝑛) with 𝑙(𝑣𝑗) as coefficients. It is clear
that a large value of 𝑙(𝑣𝑗) leads to a large scalar projection of 𝑦 on 𝑐𝑗, which is given
by

𝑠𝑗 =
𝑐⊤𝑗

‖𝑐𝑗‖2
𝑦. (2.13)

For example, consider a vector 𝑦 = 𝑐1𝑙(𝑣1) + 𝑐2𝑙(𝑣2) with 𝑙(𝑣1) = 2 and 𝑙(𝑣2) = 0.5 as
shown in Fig. 2-9. Since 𝑙(𝑣1) > 𝑙(𝑣2), we have 𝑠1 > 𝑠2. Consider it over in reverse,
a large scalar projection of 𝑦 onto the column vectors 𝑐𝑗 may mean that 𝑙(𝑣𝑗) has a
large value [82, 83]. Therefore, we propose that the most suspicious node is selected
by calculating the scalar projection of 𝑦 onto the column vectors 𝑐𝑗 (𝑗 = 1, 2, . . . , 𝑛).

Then, the detection method iterates three steps: (a) determining the most sus-
picious node according to 𝐶 and 𝑦, (b) measuring the anomaly status of the most
suspicious node, and (c) updating the estimation of the anomaly status vector and
the residual. The method is detailed in Algorithm 1, where the function 𝐽𝑗 (𝑗 =

1, 2, . . . , 𝑛) is related to the selection of the suspicious node, it is given by

𝐽𝑗(𝑟) =
𝑐⊤𝑗

‖𝑐𝑗‖2
𝑟. (2.14)

In the loop with respect to 𝑡, 𝑟(𝑡) and L(𝑡) denote the residual and the index set
of nodes which has never been individually measured until the 𝑡-th iteration, respec-
tively, 𝑥(𝑡) denotes the estimation of the anomaly status vector in the 𝑡-th iteration.
In Algorithm 1, step (a) is performed in 1 and 2, where the most suspicious node is
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Algorithm 1 Detection of Abnormal Nodes in Network 𝒢.
Initialization: Let 𝑟(0) = 𝑦, L(0) = {1, 2, . . . , 𝑛}, and 𝑥(0) = [ 0 0 · · · 0 ]⊤ ∈ R𝑛.
Let 𝐽𝑗 : R𝑚 → [0,∞) be arbitrarily given for 𝑗 ∈ {1, 2, . . . , 𝑛}.
for 𝑡 = 1, 2 . . . , 𝑛 do

1. Calculate 𝐽𝑗(𝑟(𝑡− 1)) for 𝑗 ∈ L(𝑡− 1).
2. Let 𝑗(𝑡) denote the index 𝑗 corresponding to the largest value of 𝐽𝑗(𝑟(𝑡− 1)) in

the list L(𝑡 − 1), i.e., 𝑗(𝑡) = arg max𝑗∈L(𝑡−1) 𝐽𝑗(𝑟(𝑡 − 1)). If there are multiple
maximum values, then 𝑗(𝑡) is an arbitrarily selected one of them.

3. Send a probe to the node 𝑣𝑗(𝑡) to measure the anomaly status of the node, and
obtain its true anomaly status, denoted by 𝑙*(𝑣𝑗(𝑡)).

4. Let 𝑥(𝑡) = 𝑥(𝑡− 1). Assign the value of 𝑙*(𝑣𝑗(𝑡)) to the 𝑗(𝑡)-th element of 𝑥(𝑡),
denoted by 𝑙𝑗(𝑡)(𝑡), i.e., let 𝑙𝑗(𝑡)(𝑡) = 𝑙*(𝑣𝑗(𝑡)).

5. Update L(𝑡) = L(𝑡− 1) − {𝑗(𝑡)} and 𝑟(𝑡) = 𝑟(𝑡− 1) − 𝑐𝑗(𝑡)𝑙
*(𝑣𝑗(𝑡)).

end for

selected based on the function 𝐽𝑗, step (b) is realized in 3, and step (c) is executed
in 4 and 5.

For Algorithm 1, we propose a termination condition that allows the detection
algorithm to terminate after a few iterations and output the estimation of the anomaly
status vector with guaranteed exactness.

Theorem 2 Consider Algorithm 1. Let 𝑙*(𝑣𝑗) denote true label value of the node
𝑣𝑗, and define 𝑥* := [ 𝑙*(𝑣1) 𝑙*(𝑣2) · · · 𝑙*(𝑣𝑛) ]⊤ ∈ [0,∞)𝑛. Assume that the
measurement matrix 𝐶 is constructed by the method in Section 2.5.1, and 𝐽𝑗 : R𝑚 →
[0,∞) is arbitrarily given for 𝑗 ∈ {1, 2, . . . , 𝑛}. If 𝑟(𝑡) = 0 in 5 of Algorithm 1 for an
iteration step 𝑡, then 𝑥(𝑡) = 𝑥*.

Proof: See Appendix B. �

Theorem 2 provides a termination condition for the detection algorithm, that is,
𝑟(𝑡) = 0. Once the condition is satisfied at the 𝑡-th iteration, the estimation 𝑥(𝑡) is
equal to the true anomaly status vector 𝑥*. Then, the algorithm can terminate early
and output an exact estimation.

2.6 Performance Evaluation

In this section, we evaluate the performance of the proposed method in Section 2.5
by simulation. The performance of the method corresponds to the number of probes
for a given network in a detection.
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Figure 2-10: Network 𝒢 with 𝑛 = 100 nodes.

Figure 2-11: Anomaly status vector of network 𝒢.
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Figure 2-12: Measurement matrix.

Figure 2-13: Measurement results of the probes.

2.6.1 Simulation Settings

Since the Barabási-Albert (BA) model is capable of generating the networks with
real network characteristics [84, 85], we generated a network 𝒢 with 𝑛 = 100 nodes
from the BA model, as shown in Fig. 2-10.

Assume that 𝑓 = 3, where 𝑙(𝑣22) = 2.57, 𝑙(𝑣40) = 4.57, and 𝑙(𝑣82) = 3.55. The
anomaly status vector of network 𝒢 is shown in Fig. 2-11, where a dot represents the
anomaly status at a node.

Then, perform the proposed method and estimate the anomaly status of nodes.

2.6.2 Detection Result

The constructed measurement matrix 𝐶 ∈ {0, 1}22×100 with 𝑑 = 34 for network
𝒢 as shown in Fig. 2-12, where if 𝑐𝑖𝑗 = 1, the cell at the 𝑖-th row and 𝑗-th column
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Figure 2-14: Anomaly status vector estimated by the proposed method.

Figure 2-15: Measurement matrix of the previous method.

in the grid is colored black, otherwise, it is colored white. Then, the manager sent
probes based on the measurement matrix 𝐶 and obtained the measurement results,
as shown in Fig. 2-13.

We applied Algorithm 1, and the estimated anomaly status vector is shown in
Fig. 2-14. The algorithm terminated after three individual measurements. Then, the
total number of probes for the detection was 22 + 3 = 25. The simulation was coded
by Python and executed by the personal computer with CPU Intel (R) Core (TM)
i7-1065G7, 1.30 [GHz] and memory 16.0 [GB]. The computation time to estimate the
anomaly status vector was 0.003 seconds. From this result and Fig. 2-11, we have
that the proposed method can exactly and efficiently locate all abnormal nodes with
a few probes.

Next, we compare the detection result with that of the group testing in [54],
for which the paths of probes are randomly constructed. For fair comparison, we
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Figure 2-16: Measurement results of the probes of the previous method.

employed the same number of probes as our method, i.e., 25, and the maximum
length of the probes was set to 𝑑 = 34. The measurement matrix 𝐶 ∈ {0, 1}25×100 is
shown in Fig. 2-15, by using which the measurement results 𝑦 are shown in Fig. 2-16.
The estimated anomaly status vector of the method in [54] was given by solving the
following optimization problem:

min
𝑥∈R𝑛

‖𝑥‖1 s.t. (2.2). (2.15)

The detection result is shown in Fig. 2-17, we see that the method in [54] can not
detect all abnormal nodes exactly.

2.6.3 Statistical Evaluation

We conducted a hundred experiments for each case of (𝑛, 𝑓) ∈ {1000, 2000, 5000,

7000, 10000} × {1, 3, 5, 7, 10}. Each experiment performed the following steps: (a)
generating a network with 𝑛 nodes from the BA model, (b) generating an anomaly
status vector 𝑙 with 𝑓 abnormal nodes, and (c) applying the proposed method and
estimating the anomaly status vector.

Fig. 2-18 shows the total number of probes in each case, where the triangle marks
denote the mean values of the number of probes with the same 𝑓 . Fig. 2-19 shows the
average computation time for the cases of 𝑛 ∈ {1000, 2000, 5000, 7000, 10000}. The
results indicate that our proposed detection method requires only a small number of
probes and a short computation time for detection.
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Figure 2-17: Anomaly status vector estimated by the previous method.

Figure 2-18: Total number of probes of the proposed method.

2.7 Summary

This chapter has investigated the problem of detecting abnormal nodes in the
network via a small number of measurements. We proposed the group testing based on
the binary correlation matrix and analyzed its performance limitation. Our analysis
found that the method can detect abnormal nodes exactly via a small number of
measurements. However, we also found that the detection approach is not applicable
to all networks due to the restriction of network topology. Therefore, we proposed
an iterative detection method based on group testing and sequential measurements.
Furthermore, we developed a termination condition for the detection algorithm that
allows the algorithm to terminate after a few individual measurements and locate
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Figure 2-19: Computation time of the proposed method.

the abnormal nodes with guaranteed exactness. Simulation results indicate that our
proposed method can locate the abnormal nodes in networks exactly and efficiently.
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Chapter 3

Detection of Abnormal Participants
in Demand Response

In this chapter, we focus on the detection of abnormal participants in demand
response of smart grids.

3.1 Introduction

Demand Response (DR) is the change in electric consumption by prompting con-
sumers to change their normal consumption patterns in response to financial incen-
tives [86–95]. The consumption that is saved through DR is called the negawatt en-
ergy [96]. DR is a promising solution for managing variable renewables and improving
the stability and reliability of smart grids [97–102].

A typical system architecture of DR is shown in Fig. 3-1, where the aggregator is
the service provider responsible for collecting negawatt energy, providing monetary
incentives to the participants, and then selling the negawatt energy to customers who
require it [103–106]. When a shortage of power supply is expected in an area, the
utility sends a request to the aggregator to reduce power consumption in the area.
Then, the aggregator sends DR requests to the consumers participating in the DR
program. In response to the aggregator, the participants reduce consumption by
reducing or shifting their electricity usage or by consuming their own energy sources,
such as a photovoltaic (PV) generator and batteries.

This research focuses on one of the categories of DR, called contract-based DR,
in which the aggregator contracts with the participants for their scheduled amounts
of negawatt energy, and the participants can receive upfront incentive payments or
rate discounts [60]. In practice, it is inevitable that some participants default in
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Figure 3-1: Demand response.

providing their scheduled amounts of negawatt energy due to various reasons, such
as instrument failures, planned changes, and insufficient PV generation and battery
power. Once there is an abnormal participant in DR, the aggregator has to detect
and resolve the anomaly as soon as possible to maintain the supply-demand balancing
of the power grid.

There is a simple method for the detection of abnormal participants, that is, in-
specting the smart meters of all the participants at the moment. However, such brute-
force inspection is impractical due to the communication costs [107]. In addition, from
the concerns of social acceptance, such a method may cause the participants to feel
their privacy is invaded because the smart meters have the electricity consumption
data of consumers in near real-time [108–110]. Therefore, it is preferable to detect
the abnormal participants with inspections of the smart meters of a few participants.

Recently, a detection approach is proposed in [60]. It iterates the following two
steps: (a) estimating the most suspicious participant and (b) inspecting its smart
meter, which can detect the abnormal participants exactly without needing 100%
exhaustive inspections. However, it remains two challenges for practical application:

1. Unrealistic assumption: The rate of the shortfall to the scheduled negawatt en-
ergy, called anomaly rate, of a participant is assumed to be time-invariant. It is
unrealistic because the anomaly rate is determined by time-varying parameters,
such as the scheduled negawatt energy and the actual negawatt energy provided
by the participant.

2. Excessive number of inspections: As mentioned in [60], the method requires
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inspections for nearly 20 percent of the participants, which may impede practical
use since the DR programs have thousands of participants.

This research develops a new method to address the above challenges. We ex-
tract four key properties of contract-based DR and incorporate them and the data
collected by the aggregator into the anomaly detection. Based on the method in [60],
we propose a generalized detection algorithm. It can handle time-varying anomaly
rates, incorporate the four properties and data, and significantly reduce the required
inspections.

The rest of this chapter is organized as follows: Section 3.2 formulates the anomaly
detection problem in DR. Section 3.3 introduces preliminaries on sparse reconstruc-
tion. Section 3.4 proposes the detection method. Finally, the performance of the
proposed method is evaluated by simulation in Section 3.5.

3.2 Anomaly Detection Problem in DR

3.2.1 Contract-Based DR

A typical framework of the contract-based DR is shown in Fig. 3-1. The aggrega-
tor contracts with the participants for their scheduled amounts of negawatt energy.
During the DR event, the participants are required to provide the scheduled amount
of negawatt energy to the aggregator. The day on which DR is performed is called
the DR event day. Assume that the contract contains the following clauses:

1. The participant provides a scheduled amount of negawatt energy to the aggre-
gator in response to the DR request from the aggregator. If a participant fulfills
it, the participant can receive an incentive from the aggregator; otherwise, the
aggregator deducts a certain amount as a penalty from the incentive.

2. The participant declares its address and own power sources, including a photo-
voltaic (PV) generator and battery.

3. The participant allows the aggregator to inspect its smart meter once a month
to collect data and allows the inspection for anomaly detection only when the
aggregator detects an anomaly in the DR program.

The first clause is the most fundamental clause in a contract-based DR program.
The participants can realize it by installing an energy management system that au-
tomatically generates the scheduled negawatt energy during a DR event. The second
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Table 3.1: Dataset (a): Profiles of Participants.
Participant 1

Address Area 6
PV generation power (kW) 3
Battery capacity (kWh) 6

Table 3.2: Dataset (b): Scheduled Negawatt Energy of Participants.
Participant 1

Time slot 1 2 · · · 24
Negawatt (kWh) 0.25 0.36 · · · 0.21

clause helps the aggregator estimate the performance of participants in DR. The third
clause is related to the data access of smart meters. It limits the real-time inspections
for anomaly detection because the smart meter contains private information on the
current state of the participant.

3.2.2 Collected Data by the Aggregator

The aggregator collects the data of participants based on the contract. Assume
that the aggregator has the following datasets.

(a) Profiles of participants.

(b) Scheduled amount of negawatt energy of participants.

(c) Smart meter data of participants (including the data until the last inspection
of the smart meter).

(d) Total negawatt energy that the aggregator obtained (including the data until
the last DR event day).

(e) Environmental condition of the prespecified areas (including the data until the
last DR event day).

Datasets (a) and (b) are collected when a participant applies to the DR program
or updates its profile. Dataset (a) contains the address, PV generation power (kW),
and battery capacity (kWh) of the participant, as exemplified in Table 3.1, where the
PV generation power or battery capacity is zero if the participant does not have the
corresponding device. Dataset (b) includes the scheduled negawatt energy (kWh) at
each time slot of the participants, where time slots are prespecified by the aggregator.
An example of dataset (b) is shown in Table 3.2. Dataset (c) is collected by inspecting
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Table 3.3: Dataset (c): Smart Meter Data of Participants.
Participant 1

Date Jan. 1 · · · Dec. 31
Time slot 1 · · · 24 · · · 1 · · · 24
Electricity
consumption
(kWh)

2.3 · · · 2.5 · · · 4.2 · · · 3.9

Actual
negawatt
(kWh)

0.25 · · · 0.21 · · · 0.1 · · · 0.15

Performance
record 0 · · · 0 · · · 0.6 · · · 0.29

Table 3.4: Dataset (d): Total Negawatt Energy Obtaind by the aggregator.
Date Jan. 1 · · · Dec. 31
Time slot 1 · · · 24 · · · 1 · · · 24
Total
negawatt
(kWh)

1034 · · · 1167 · · · 998 · · · 925

smart meters once a month. As shown in Table 3.3, it includes the electricity con-
sumption (kWh), actual negawatt energy (kWh) provided to the aggregator, and DR
performance, which is the rate of the shortfall to the scheduled negawatt energy, at
each time slot. Dataset (d) is shown in Table 3.4, which includes the total negawatt
energy that the aggregator obtained at each time slot during DR event days. Dataset
(e) is illustrated in Table 3.5. It contains the weather data of each area (prespecified
by a geographical mesh) at each time slot, i.e., the solar radiation (kWh/m2), outside
temperature (∘C), and humidity (%), which are related to the power consumption
and PV generation.

3.2.3 Problem Formulation

The anomaly detection problem in a contract-based DR is formulated as follows.
Consider a contract-based DR program, in which participants 1, 2, . . . , 𝑛 provide

the scheduled negawatt energy at time slots 1, 2, . . . ,𝑚 during a DR event day. Let
𝑐𝑖𝑗 ∈ (0,∞) denote the scheduled negawatt energy (kWh) of participant 𝑖 at time slot
𝑗, and let 𝑥𝑖𝑗 ∈ [0, 1] be the anomaly rate, i.e., the rate of the shortfall to the scheduled
negawatt energy, of participant 𝑖 at time slot 𝑗. If participant 𝑖 defaults at time slot
𝑗, we have 𝑥𝑖𝑗 ̸= 0; otherwise, 𝑥𝑖𝑗 = 0. Here, we refer to the participant with 𝑥𝑖𝑗 ̸= 0

for any 𝑗 ∈ {1, 2, . . . ,𝑚} as an abnormal participant. Then, the negawatt energy
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Table 3.5: Dataset (e): Environmental Conditions of Areas.
Area 1

Date Jan. 1 · · · Dec. 31
Time slot 1 · · · 24 · · · 1 · · · 24
Solar radiation
(kWh/m2) 0 · · · 0 · · · 0 · · · 0

Temperature (∘C) 5 · · · 4 · · · 6 · · · 2
Humidity(%) 52 · · · 45 · · · 43 · · · 47

(kWh) actually provided by participant 𝑖 at time slot 𝑗 is given by 𝑐𝑖𝑗(1 − 𝑥𝑖𝑗). Let
𝑠𝑗 ∈ [0,∞) denote the total amount of negawatt energy (kWh) that the aggregator
obtained at time slot 𝑗. Since the total negawatt energy provided by the participants
is equal to that collected by the aggregator at each time slot, we have

𝑛∑︁
𝑖=1

𝑐𝑖𝑗(1 − 𝑥𝑖𝑗) = 𝑠𝑗 (𝑗 = 1, 2, . . . ,𝑚). (3.1)

From datasets (b) and (d), the aggregator has the information on 𝑐𝑖𝑗 (𝑖 = 1, 2, . . . , 𝑛,

𝑗 = 1, 2, . . . ,𝑚) and 𝑠𝑗 (𝑗 = 1, 2, . . . ,𝑚) in (3.1), and 𝑥𝑖𝑗 (𝑖 = 1, 2, . . . , 𝑛, 𝑗 =

1, 2, . . . ,𝑚) are unknown to the aggregator. Then, by solving the linear equations
in (3.1) with respect to the unknowns 𝑥𝑖𝑗 (𝑖 = 1, 2, . . . , 𝑛, 𝑗 = 1, 2, . . . ,𝑚), the
aggregator can detect the abnormal participants in the DR.

However, in (3.1), the number of scalar equations, i.e., 𝑚, is less than the number
of unknowns, i.e., 𝑚𝑛. It implies that there might be multiple solutions of (3.1), which
prevents the aggregator from determining the exact values of 𝑥𝑖𝑗 (𝑖 = 1, 2, . . . , 𝑛, 𝑗 =

1, 2, . . . ,𝑚). Therefore, our problem is to determine the unknowns 𝑥𝑖𝑗 (𝑖 = 1, 2, . . . , 𝑛,

𝑗 = 1, 2, . . . ,𝑚) from the linear equations in (3.1), datasets (a)–(e) in Section 3.2.2,
and the inspections of the smart meters of a few participants.

In the rest of this chapter, let 𝑥𝑖 ∈ R𝑚 (𝑖 = 1, 2, . . . , 𝑛) denote the collection of
the anomaly rate of participant 𝑖 at each time slot, i.e., 𝑥𝑖 := [𝑥𝑖1 𝑥𝑖2 · · · 𝑥𝑖𝑚]⊤, called
the anomaly rate vector of participant 𝑖. Let 𝑥 ∈ R𝑚𝑛 be the collection of 𝑥𝑖, i.e.,
𝑥 := [𝑥⊤

1 𝑥⊤
2 · · · 𝑥⊤

𝑛 ]⊤, called the anomaly rate vector.

3.3 Preliminaries on Sparse Reconstruction

As a preparation, we introduce a framework of sparse reconstruction of unknown
vectors.

Consider the problem of solving an unknown vector 𝑥 ∈ R𝑛 from the following
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linear equation

𝐴𝑥 = 𝑏, (3.2)

where 𝐴 ∈ R𝑚×𝑛 and 𝑏 ∈ R𝑚 are a known matrix and vector, respectively. When
𝑚 < 𝑛, (3.2) might have multiple solutions, implying that 𝑥 can not be uniquely
determined.

If we have prior knowledge that 𝑥 has a few nonzero elements, i.e., 𝑥 is sparse,
then 𝑥 might be uniquely determined. The process of determining a sparse unknown
vector 𝑥 from (3.2) is called the sparse reconstruction [45, 46].

The sparse reconstruction of (3.2) is typically formulated as an ℓ0-optimization
problem as follows [45]:

min
𝑥∈R𝑛

‖𝑥‖0 s.t. (3.2). (3.3)

Because ‖𝑥‖0 is the number of nonzero elements of 𝑥, (3.3) provides the sparsest
solution to (3.2). Meanwhile, the objective function is known to be nonconvex; as a
result, the problem in (3.3) is NP-hard [46]. Therefore, the following ℓ1-optimization
problem is useful for the convex relaxation of (3.3):

min
𝑥∈R𝑛

‖𝑥‖1 s.t. (3.2). (3.4)

It can equivalently transformed into a linear programming problem that can be effi-
ciently solved. Moreover, its solution is sparse and equal to the solution of (3.3) with
rare exceptions [45]. Therefore, (3.4) is a practical solution to the sparse reconstruc-
tion of (3.2).

Next, let us consider the sparse reconstruction with more prior knowledge about
the vector 𝑥: Consider a permutation matrix 𝑃 ∈ {0, 1}𝑛×𝑛 of 𝑥, with which 𝑥

is divided into 𝑝 subvectors 𝑥(1), 𝑥(2), . . . , 𝑥(𝑝), called block 1, 2, . . . , 𝑝, i.e., 𝑃𝑥 =

[𝑥⊤
(1) 𝑥⊤

(2) · · · 𝑥⊤
(𝑝)]

⊤. Among 𝑥(1), 𝑥(2), . . . , 𝑥(𝑝), only a few blocks are nonzero vec-
tors. Such an 𝑥 is called the block-sparse vector. In this case, the following ℓ2/ℓ1-
optimization problem can be used for sparse reconstruction [111]:

min
𝑥∈R𝑛

𝑝∑︁
𝑘=1

‖𝑥(𝑘)‖2 s.t. (3.2). (3.5)

Since (3.5) is a convex programming problem, it can be efficiently solved [112].
Furthermore, if we have prior knowledge about the degree to which 𝑥(𝑘) (𝑘 =

1, 2, . . . , 𝑝) tends to zero, the following weighted ℓ2/ℓ1-optimization problem is a
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promising solution to the sparse reconstruction [113]:

min
𝑥∈R𝑛

𝑝∑︁
𝑘=1

𝑤(𝑘)‖𝑥(𝑘)‖2 s.t. (3.2), (3.6)

where 𝑤(𝑘) ∈ R+ is the weight of the 𝑘-th block that quantifies the tendency of 𝑥(𝑘)

to be zero.

3.4 Anomaly Detection Based on Sparse Reconstruc-
tion and Sequential Inspections

To address the two challenges for the practical application of the detection algo-
rithm in [60] introduced in Section 3.1, we generalize the algorithm to handle time-
varying anomaly rates and incorporate data and prior information. In addition, we
present a termination condition for it, under which the algorithm is terminated at an
early stage and outputs the estimations with guaranteed exactness.

3.4.1 Generalized Detection Algorithm

The generalized iterative algorithm is shown in Algorithm 2, where the objective
function 𝐽 : R𝑚𝑛 → [0,∞) is the design parameter of the algorithm, which will be
designed in Section 3.4.2. The set P(𝑡) denotes the index set of participants whose
smart meter has never been inspected until 𝑡-th iteration. The algorithm iterates the
following three steps: (a) solving the optimization problem OP(𝑡) and determining
the most suspicious participant, (b) inspecting the smart meter of the most suspicious
participant, and (c) adding the result of (b) into the problem OP(𝑡+ 1) as additional
knowledge. In the 𝑡-th iteration, step (a) is executed in 1 and 2, step (b) is performed
in 3, and (c) is realized in 4.

For Algorithm 2, we propose a termination condition, under which the detection
algorithm is terminated after a few iterations and outputs the estimations with the
guarantee of exactness.

Theorem 3 Consider Algorithm 2. Let 𝑥*
𝑖𝑗 ∈ [0, 1] be the true value of the anomaly

rate 𝑥𝑖𝑗 and let 𝑥* ∈ [0, 1]𝑚𝑛 be the collection of 𝑥*
𝑖𝑗 (𝑖 = 1, 2, . . . , 𝑛, 𝑗 = 1, 2, . . . ,𝑚).

Assume that 𝑐𝑖𝑗 > 0 (𝑖 = 1, 2, . . . , 𝑛, 𝑗 = 1, 2, . . . ,𝑚) and 𝐽 : R𝑚𝑛 → [0,∞) is
arbitrarily given for OP(𝑡) (𝑡 = 0, 1, . . .). If 𝑥𝑖(𝑡) = 0 in 2 of Algorithm 2 for an
iteration step 𝑡, then 𝑥(𝑡) = 𝑥*.

Proof: See Appendix C. �
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Algorithm 2 Detection Algorithm.
Initialization: Let 𝐽 : R𝑚𝑛 → [0,∞) be arbitrarily given and define OP(0) as
min𝑥∈[0,1]𝑚𝑛 𝐽(𝑥) s.t. (3.1). Let P(0) := {1, 2, . . . , 𝑛}.
for 𝑡 = 0, 1, . . . , 𝑛− 1, do:

1. Solve OP(𝑡), and let 𝑥(𝑡) denote a solutions of it. Let 𝑥𝑖𝑗(𝑡) be the element of
𝑥(𝑡) that corresponds to participant 𝑖 at time slot 𝑗.

2. Let 𝑖(𝑡) ∈ P(𝑡) denote the index of the participant who is estimated to be the
most suspicious participant in the sense of max𝑖∈P(𝑡) ‖𝑥𝑖(𝑡)‖2, where 𝑥𝑖(𝑡) :=
[𝑥𝑖1(𝑡) 𝑥𝑖2(𝑡) · · · 𝑥𝑖𝑚(𝑡)]⊤.

3. Inspect the actual negawatt energy of participant 𝑖(𝑡) via its smart meter and ob-
tain the true anomaly rates at each time slot, denoted by 𝑥*

𝑖(𝑡)𝑗 (𝑗 = 1, 2, . . . ,𝑚).
4. Let OP(𝑡 + 1) be the modified version of OP(𝑡), such that 𝑥𝑖(𝑡)𝑗 = 𝑥*

𝑖(𝑡)𝑗 (𝑗 =

1, 2, . . . ,𝑚) are added as constraints. Let P(𝑡 + 1) = P(𝑡) − {𝑖(𝑡)}.

end for

3.4.2 Properties of Contract-Based DR and Design of the Ob-
jective Function 𝐽

The key issue for Algorithm 2 is how to design objective function 𝐽 of OP(𝑡),
since 𝐽 is related to the performance of the algorithm. In this subsection, we ex-
tract four special properties of contract-based DR and propose the objective function
incorporating the properties.

The four properties of contract-based DR are as follows:

• Sparsity of abnormal participants: There are only a few abnormal participants
in contract-based DR.

• Temporal correlation of DR performance: If a participant defaults at a time
slot, it is likely to default at other time slots during a DR event day.

• Classifiability of participants: Participants can be classified based on the char-
acteristics related to the DR performance.

• Similarity between DR performance and past performance: The DR perfor-
mance of each participant is similar to its past DR performance.

The first property is extracted from the contract that a default will result in a penalty.
The second property is justified because if the default is caused by an instrument fault
or insufficient PV generation and battery power, the default may last for a while. The
third property is extracted from the inclination of participants with similar charac-
teristics to have similar DR performance. For example, consider two participants
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Figure 3-2: Grouping the participants.

located in an area, they plan to provide negawatt energy through PV generation. If
the solar radiation is low in the area, then both of them may default. The final one
comes from the fundamental assumption of data science that the future resembles the
past.

The first three properties imply that the anomaly rate vector 𝑥 has block sparsity.
More specifically, the first property corresponds to the sparsity of the anomaly rate
vector 𝑥, and the second and third properties indicate that 𝑥 with appropriately
defined blocks has block sparsity. The final property can be used to quantify the
tendency of each block to be zero. Then, the detection problem can be reduced to a
weighted ℓ2/ℓ1-optimization problem in (3.6). Based on the above consideration, the
objective function 𝐽 of OP(𝑡) is designed as follows.

By datasets (a) and (c), the aggregator classifies the participants based on the
characteristics related to the DR performance. As shown in Fig. 3-2, the participants
are classified into 𝑟 × 2 × 2 × 𝑞 groups in terms of

• Address: area 1, area 2, . . ., or area 𝑟,

• Ownership of a PV generation: own or not,

• Ownership of a battery: own or not,

• Past DR performance: grade 1, grade 2, . . ., or grade 𝑞,

where the areas are the same as specified for dataset (e), and the grades of the past DR
performance are given by the number of anomalies in a certain period. By denoting
the resulting groups as group 1, 2, . . . , 𝑝, block 𝑥(𝑘) is the collection of anomaly rate
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Figure 3-3: Calculating the weight of a group.

vectors 𝑥𝑖 of the participants in group 𝑘. From the first three properties, we have
that there are a few nonzero blocks among 𝑥(1), 𝑥(2), . . . , 𝑥(𝑝), which implies that 𝑥 is
block-sparse with the blocks of 𝑥(1), 𝑥(2), . . . , 𝑥(𝑝).

Next, let us consider the fourth property, by using which the empirical fulfillment
frequency of group 𝑘 can be set to the weight 𝑤(𝑘) ∈ R+ of block 𝑥(𝑘). The process
of calculating the weight of a block is shown in Fig. 3-3. Let G𝑘 ⊆ {1, 2, . . . , 𝑛}
denote the index set of the participants in group 𝑘, and let 𝑒(𝑘, 𝑑) ∈ Rℎ1+ℎ2+ℎ3

denote the environmental conditions on day 𝑑 and the last several days in the area
where group 𝑘 are located. In other words, 𝑒(𝑘, 𝑑) is the collection of the daily
total solar radiation over the past ℎ1 days, average daily temperature and humidity
over the past ℎ2 and ℎ3 days, respectively, where ℎ𝑖 ∈ {1, 2, . . .} (𝑖 = 1, 2, 3) are
arbitrarily given numbers. Consider a DR event day on which an anomaly occurs,
denoted by 𝑑0. Let D(𝑒(𝑘, 𝑑0)) denote the set of the past DR event dates on which
the environmental conditions are similar to 𝑒(𝑘, 𝑑0) on dataset (e), i.e., D(𝑒(𝑘, 𝑑0)) =

{𝑑 | 𝑒(𝑘, 𝑑) ≃ 𝑒(𝑘, 𝑑0) on dataset (e) }, where ≃ is the similarity relation prespecified
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Figure 3-4: Total negawatt energy that the aggregator obtained.

by the aggregator. On the other hand, let

�̄�(𝑖, 𝑑) =

⎧⎪⎨⎪⎩
1 there exists a time slot 𝑗 ∈ {1, 2, . . . ,𝑚} during 𝑑

such that an anomaly occurs,

0 otherwise,

it can be calculated from dataset (c). Then, the cumulative set of the fulfilled par-
ticipants in group 𝑘 is given by {(𝑖, 𝑑) ∈ G𝑘 × D(𝑒(𝑘, 𝑑0)) | �̄�(𝑖, 𝑑) = 0}, and the
empirical fulfillment frequency of group 𝑘 is given by

𝑓(𝑘) :=

⃒⃒
{(𝑖, 𝑑) ∈ G𝑘 ×D(𝑒(𝑘, 𝑑0)) | �̄�(𝑖, 𝑑) = 0}

⃒⃒⃒⃒
G𝑘 ×D(𝑒(𝑘, 𝑑0))

⃒⃒ . (3.7)

Thus, the weight 𝑤(𝑘) is calculated by

𝑤(𝑘) :=
√︀
|G𝑘|𝑓(𝑘). (3.8)

The term
√︀
|G𝑘| is employed to adjust the effects of the difference in the block sizes

on minimization.

Then the objective function 𝐽 of OP(𝑡) is set to the objective function in (3.6),
where 𝑥(𝑘) (𝑘 = 1, 2, . . . , 𝑝) is obtained from our grouping algorithm and 𝑤(𝑘) is given
by (3.8).
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Figure 3-5: Anomaly rates of participants.

3.5 Performance Evaluation

In this section, we present simulation to evaluate the effectiveness of the proposed
method.

3.5.1 Case with 10000 participants

Simulation Settings and Grouping Result

Consider a DR program with 10000 participants over five time slots from 11:00
to 16:00, i.e., 𝑛 = 10000 and 𝑚 = 5. From [114–116], we had the datasets (a)–(e) for
365 days and generated the data for the day on which the anomaly is to be detected.

Fig. 3-4 shows the total negawatt energy that the aggregator obtained on the
detection day. The true anomaly rates of participants are shown in Fig 3-5, where
the anomaly was made by ten participants, five dots represent the anomaly rates of
a participant at five time slots, they are arranged vertically at participant 𝑖.

The parameters for grouping and calculating weights were given as follows: 𝑟 = 9,
𝑞 = 2, ℎ1 = 3, ℎ2 = 1, and ℎ3 = 1. The DR performance of a participant was set to
grade 0 if the participant has never defaulted in the last three months; otherwise, it
was set to grade 1. The similarity relation of the environmental condition was defined
as the identity of the signs of deviations. The results of grouping and weights are
shown in Table 3.6.
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Table 3.6: Grouping result on the detection day

Group Area Ownership of
a PV system

Ownership of
a battery Grade Weight

1 1 True True 0 1
2 1 True True 1 1
3 1 True False 0 1
4 1 True False 1 1
...

...
...

...
...

...
71 9 False False 0 1
72 9 False False 1 0.95

Figure 3-6: Anomaly rates estimated by the proposed method.

Detection Results

We applied Algorithm 2, the result of the detection method is shown in Fig. 3-6.
The algorithm terminated after 25 inspections. The total computation time was 67
seconds. From this result and Fig. 3-5, we see that the proposed method can exactly
identify the abnormal participants with a few inspections.

Next, we compare the detection result with that of the conventional method [60].
Although the conventional method is for the case of time-invariant anomaly rates,
it almost corresponds to the case where the objective function of OP(𝑡) is given by
the objective function in (3.4). The detection results obtained by the method in [60]
are the same as in Fig. 3-6, whereas it requires 4357 inspections (approximately 174
times of the number of the proposed method). It demonstrates that by improving
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Figure 3-7: True anomaly rates of participants.

the design of the objective function, our method can significantly reduce the number
of required inspections compared with the conventional method.

3.5.2 Case with Accidental Abnormal Participants

We also consider the case that there are some accidental abnormal participants,
i.e., the participants who have a large value of the empirical fulfillment frequency
but defaulted in the DR event. For example, a participant defaults to provide its
scheduled negawatt energy due to the instrument failure. The true anomaly rates are
shown in Fig. 3-7, there are 11 abnormal participants, where the participant 𝑖 = 7338

is an accidental abnormal participant whose empirical fulfillment frequency is 100%.
Fig. 3-8 shows the results of the detection method through 46 inspections, which

are equal to the true anomaly rates. In this case, the proposed method can also detect
the abnormal participants exactly.

3.5.3 Statistical Evaluation

We conducted five experiments for each case of (𝑛, 𝑑) ∈ {1000, 2000, 5000, 7000,

10000} × {0.1%, 0.3%, 0.5%, 0.7%, 1.0%}, where 𝑑 is the ratio of the number of ab-
normal participants to 𝑛. The simulation conditions were set in the same manner
as Section 3.5.1, and each experiment performed the following steps: (a) generating
the data for the day on which the anomaly is to be detected and (b) applying the
proposed method and estimating the anomaly rates.
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Figure 3-8: Anomaly rates estimated by the proposed method.

Figure 3-9: Number of inspections of the proposed method.

Fig. 3-9 shows the number of inspections of the proposed method in each case,
where the triangle marks denote the average of the ratio of the number of mea-
surements to 𝑛. Fig. 3-10 shows the average computation time for the cases of
𝑛 ∈ {1000, 2000, 5000, 7000, 10000}. Simulation results indicate that our proposed
method requires only a small number of inspections and a short computation time
for detection.

3.6 Summary

In this chapter, a detection problem of abnormal participants in contract-based
DR has been investigated. We presented a generalized detection algorithm that has
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Figure 3-10: Computation time of the proposed method.

flexibility for incorporating prior knowledge and data of the aggregator. Furthermore,
we developed a termination condition for the detection algorithm, under which the
detection algorithm is terminated after a few iterations and outputs the estimations
with the guarantee of exactness. The proposed method can significantly reduce the
number of required inspections compared with the previous method.
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Chapter 4

Tamper-Resistant Controller in CPSs

In this chapter, we propose a tamper-resistant controller in CPSs, which is based
on our work in [117].

4.1 Introduction

As introduced in Chapter 1, it is important to improve the resistance of the CPSs
to attacks. To protect the controller from attacks, in [65], a tamper-resistant controller
is proposed. The concept of the controller is shown in Fig. 4-1, where the red dots
denote the elements in the predefined finite set Q, the blue line and orange curve
represent the output of the original controller and the tamper-resistant controller,
respectively. If the state is an element of Q, the output of the proposed controller
and the original controller are the same; otherwise, the proposed controller produces
a different value from the original controller. Since the set Q is a subset of the set of
states with measure zero, theoretically, without the knowledge of Q, it is impossible
to obtain the control law. The proposed controller is realized by a neural network,
and a time-invariant quantizer is equipped in the system that maps the continuous
states to the elements in Q. The system is shown in Fig. 4-2. However, for the time-
invariant quantization system, if the attacker observes the signals of the remaining
system after stealing the controller, e.g., 𝑣, it is easy to obtain the information about
the set Q, resulting in the controller being vulnerable.

To address the above security vulnerability, in this chapter, we improve the tamper
resistance by using time-varying quantization and propose a new tamper-resistant
controller. If the state is an element of a time-varying set, the controller outputs the
same value as the original controller; otherwise, it produces a different value from
the original controller. By designing the time-varying set elaborately, its information
is unattainable for the attackers from the observation of the signals. The proposed
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Figure 4-1: Concept of the tamper-resistant controller in [65].

Figure 4-2: Realization of the tamper-resistant controller in [65].

controller is achieved based on a neural network and time-varying quantization.

The rest of this chapter is organized as follows: Section 4.2 presents the secu-
rity requirements of a tamper-resistant controller and formulates the design problem.
Section 4.3 introduces the realization of the tamper-resistant controller. Finally, the
security of the proposed method is evaluated by simulation in Section 4.4.
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Figure 4-3: Control system.

4.2 Tamper-Resistant Control in CPSs

4.2.1 System

Consider the feedback system shown in Fig. 4-3, composed of the discrete time-
invariant linear plant 𝑃 and the controller 𝐾. The state-space representation of the
plant is

𝑥(𝑡 + 1) = 𝐴𝑥(𝑡) + 𝐵𝑢(𝑡), (4.1)

where 𝑥 ∈ X(⊂ R𝑛) and 𝑢 ∈ R𝑚 are the state vector and input vector of the plant,
respectively, the matrices 𝐴 ∈ R𝑛×𝑛 and 𝐵 ∈ R𝑛×𝑚 are the state matrix and the
input matrix, respectively. The control law of the state feedback control system is
given by

𝑢(𝑡) = −𝐹𝑥(𝑡), (4.2)

where the matrix 𝐹 ∈ R𝑚×𝑛 is the constant feedback gain matrix that stabilizes the
system.

4.2.2 Security Requirements for a Tamper-Resistant Controller
and Problem Formulation

Suppose that the purpose of the attacker is to obtain the feedback gain matrix 𝐹

of the system. Consider that the attacker employs the following tactics after stealing
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the entity of the controller to obtain the gain matrix 𝐹 .

1. Code analysis: Analyzing the code of the controller.

2. Numerical analysis: Randomly sampling 𝑠 states 𝑥(1), 𝑥(2), . . . , 𝑥(𝑠) and observ-
ing the state-input pairs of the controller, denoted by D = {(𝑥(1), 𝐾(𝑥(1))), (𝑥(2),

𝐾(𝑥(2))), . . . , (𝑥(𝑠), 𝐾(𝑥(𝑠)))}, where 𝐾(𝑥(𝑖)) is the output of the controller with
respect to the state 𝑥(𝑖). Then, numerical analysis methods, such as the least
square method, are performed to derive the feedback gain 𝐹 .

3. Observation: Monitoring the signals of the remaining system.

To protect the gain matrix 𝐹 from the above attacks, a promising approach is
given by the notions of measure and dense set. The definition of the latter is given
as follows.

Definition 3 (Dense set) Consider a set Q. The set Q is said to be dense if the
following condition is satisfied:

∀𝜖 > 0, ∀𝑝 ∈ Q, ∃𝑞 ∈ Q, ‖𝑝− 𝑞‖2 < 𝜖 s.t. 𝑝 ̸= 𝑞. (4.3)

�

Let 𝜇(Q,X) denote the measure of the set Q on the set X. Then, the tamper-
resistant controller needs to satisfy the following security requirements:

1. The gain matrix cannot be obtained from the code of the controller.

2. The control law is given by

𝑢(𝑡) =

{︃
−𝐹𝑥(𝑡) 𝑥(𝑡) ∈ Q𝑡,

−ℎ(𝑥(𝑡)) otherwise,
(4.4)

where ℎ is an arbitrary given function such that ℎ(𝑥) ̸= 𝐹𝑥, and Q𝑡 ⊂ X is
predefined finite set such that 𝜇(Q𝑡,X) = 0 for 𝑡 ∈ N.

3. The set
⋃︀∞

𝑡=0 Q𝑡 ∖ {0}𝑛 is dense.

The first requirement is to protect the gain matrix 𝐹 from the code analysis. The
second one is to protect the controller from unauthorized use and protect the gain
matrix 𝐹 from numerical analysis. Since the measure of Q𝑡 on X is zero, by sampling
the states on X, it is theoretically impossible to obtain the states in Q𝑡. The third
requirement corresponds to the third attack. By using the property of the dense set,
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it is unattainable for the attackers to obtain the nonzero elements in Q𝑡 from the
observation of the elements in

⋃︀∞
𝑡=0 Q𝑡.

Then, our problem is to design a controller that satisfies the above three security
requirements.

4.3 Realization of the Tamper-Resistant Controller

4.3.1 Proposed Realization Method

In this study, we propose to realize the tamper-resistant controller based on a neu-
ral network and time-varying quantization. The time-varying quantization is defined
as

𝑣𝑡(𝑥) = arg min
𝑞𝑡∈Q𝑡

‖𝑥− 𝑞𝑡‖2. (4.5)

If we can design the sets Q𝑡 for 𝑡 ∈ N and train the neural network to fit (4.4),
the tamper-resistant controller can be realized. However, it brings a challenge with
feasibility: The neural network needs to be trained for all Q𝑡 (𝑡 ∈ N), which leads to
a tremendous amount of computation and is difficult to implement. Thus, we propose
a practical realization method, detailed as follows.

First, train the neural network to fit

NN(𝑥) =

{︃
𝐹𝑥 𝑥 ∈ Q,

𝑔(𝑥) otherwise,
(4.6)

where Q ⊂ X is a predefined finite set such that 𝜇(Q,X) = 0, and 𝑔 is an arbitrary
given nonlinear function such that 𝑔(𝑥) ̸= 𝐹𝑥. Next, based on the set Q, the set Q𝑡

is given by

Q𝑡 = {𝛼(𝑡)𝑞 | 𝑞 ∈ Q}, (4.7)

where 𝛼 : N → R+ is an arbitrary given function. Then, the realization of the
tamper-resistant controller is shown in Fig. 4-4, where the controller is composed of
the trained neural network and two signal processing units based on the function 𝛼.
The control law is given by

𝑢(𝑡) = −𝛼(𝑡)NN

(︂
𝑥(𝑡)

𝛼(𝑡)

)︂
. (4.8)
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Figure 4-4: Proposed control system.

The time-varying quantizer 𝑄𝑡 is given by (4.5), it maps the continuous states to the
elements in Q𝑡. For security, the quantizer is placed in a separate location from the
proposed controller.

For example, consider the control system in Fig. 4-4, where Q = {0, 0.2, 0.4}. For
𝑡 = 𝜏 , assume that 𝛼(𝜏) = 0.8 and the state 𝑥(𝜏) = 0.3. The signals in the proposed
control system are as follows. From (4.7), we have Q𝜏 = {0, 0.16, 0.32}. The state
is quantized by the time-varying quantizer to 𝑣𝜏 (0.3) = 0.32. Next, the quantized
state is multiplied by 1

𝛼(𝜏)
and mapped to an element in Q, i.e., 0.4. Then, we have

NN(0.4) = 0.4𝐹 , and 𝑢(𝜏) = −0.32𝐹 .

4.3.2 Tamper Resistance of the Proposed Method

In this subsection, we analyze the tamper resistance of the proposed method in
terms of the three security requirements in Section 4.2.2.

For the proposed controller, since the code of the neural network only includes
forward propagation, it is impossible to obtain the gain matrix 𝐹 from the code. This
satisfies the first security requirement.

From (4.6) and (4.8), we have that if the state 𝑥 is an element of Q𝑡, the controller
outputs 𝐹𝑥; otherwise, it produces 𝛼(𝑡)𝑔

(︁
𝑥

𝛼(𝑡)

)︁
. On the other hand, by the definitions

of the sets Q and Q𝑡, we have that 𝜇(Q𝑡,X) = 0 for 𝑡 ∈ N. They imply that the
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second security requirement is satisfied.
For the third security requirement, we have the following result.

Lemma 2 Consider a function 𝛼 : N → R+, a finite set Q, and set Q𝑡 given by
(4.7). If {𝛼(𝑡) | 𝑡 ∈ N} is dense, then the set

⋃︀∞
𝑡=0Q𝑡 ∖ {0}𝑛 is dense.

Proof: See Appendix D. �

From Lemma 2, the third security requirement can be achieved by letting 𝛼 :

N → R+ be a function such that {𝛼(𝑡) | 𝑡 ∈ N} is dense. We propose the following
necessary conditions for {𝛼(𝑡) | 𝑡 ∈ N} to be dense, which facilitates the selection of
𝛼.

1. When 𝑡 → ∞, 𝛼(𝑡) does not diverge or converge to a specific value.

2. There is no 𝑇 ∈ N such that 𝛼(𝑡 + 𝑇 ) = 𝛼(𝑡) for every 𝑡 ∈ N.

In addition, one might consider that the function 𝛼(𝑡) is directly represented in
the controller, and its details can be easily obtained by the attackers after stealing the
controller. However, because the knowledge of the time-varying set Q𝑡 is unattainable
for the attackers, they can not extract useful information (e.g., set Q) from 𝛼(𝑡).
Furthermore, in a practical system, if the elements in Q𝑡 are generated by a digital
component, such as a digital computer, there is a quantization interval, denoted
by 𝛿, between the elements, resulting in

⋃︀∞
𝑡=0Q𝑡 ∖ {0}𝑛 is not dense. In this case,⋃︀∞

𝑡=0Q𝑡 ∖ {0}𝑛 can be generated to be 𝛿-dense, i.e.,

∀𝑝 ∈
∞⋃︁
𝑡=0

Q𝑡 ∖ {0}𝑛, ∃𝑞 ∈
∞⋃︁
𝑡=0

Q𝑡 ∖ {0}𝑛, ‖𝑝− 𝑞‖2 ≤ 𝛿 s.t. 𝑝 ̸= 𝑞. (4.9)

By setting the quantization intervals of the time-varying quantizer to be greater than
𝛿, the attacker cannot identify the quantization intervals of the time-varying quantizer
from the observation of the elements in

⋃︀∞
𝑡=0 Q𝑡, which ensures the security of the set

Q𝑡.

4.4 Numerical Verification

4.4.1 Simulation Setting

Consider the plant in (4.1), where

𝐴 =

[︃
1 2

−3 −4

]︃
, 𝐵 =

[︃
0

1

]︃
.
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The set of the state was defined as X = [−2, 2]2. The feedback gain matrix was

𝐹 = [ 10 5 ]. (4.10)

Let Q = {−2,−1.8, . . . ,−0.2, 0, 0.2, . . . , 2}2 and set

𝛼(𝑡) = 0.05 cos 𝑡 + 0.95. (4.11)

Then, the sets Q𝑡 (𝑡 ∈ N) was given by (4.7).

The training set of the neural network was constructed as follows. Let S1 =

{(𝑥, 𝐹𝑥) | 𝑥 ∈ Q}. Generate 100 and 200 elements from the uniform distribution on
X ∖Q, and let M1 and M2 denote the sets of the 100 and 200 elements, respectively.
By letting

𝐹1 = [ 5 35 ],

𝐹2 = [ 70 200 ],

we set S2 = {(𝑥, 𝐹1𝑥) | 𝑥 ∈ M1} and S3 = {(𝑥, 𝐹2𝑥) | 𝑥 ∈ M2}. Thus, the training
set was given by S = S1 ∪ S2 ∪ S3.

In this simulation, we constructed a neural network with one input layer, two
hidden layers, and one output layer, with 2, 500, 500, and 1 neuron in a layer,
respectively. We employed Swish function as the activation function of the neural
network:

𝑓(𝑥) =
𝑥

1 + 𝑒−𝑥
. (4.12)

By letting (𝑠1, 𝑟1), (𝑠2, 𝑟2), . . . , (𝑠𝑧, 𝑟𝑧) denote the elements in the training set S, the
cost function 𝐽 was given by

𝐽 =

⎯⎸⎸⎷ 1

2𝑧

𝑧∑︁
𝑖=1

(𝑟𝑖 − 𝑟𝑖)
2, (4.13)

where 𝑟𝑖 denotes the output of the neural network. The Adam was set to the opti-
mizer, where the learning rate was defined as 0.01. Batch learning was employed, and
the epoch was set to two million times.
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Figure 4-5: The input responses comparison of the original controller and proposed
controller.

Figure 4-6: The input responses when the states are not quantized correctly.
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Figure 4-7: The input responses with the estimated gain.

4.4.2 Verification of the Control Performance

In this subsection, we verify the control performance of the proposed controller in
terms of the input response of the system. Fig. 4-5 shows the comparison of initial
value responses of the original controller and proposed controller with the initial states
𝑥(0) = [ 0.5 0.5 ]⊤, from which we have that the performance of the original controller
and the proposed controller almost coincide when 𝑥 ∈ Q𝑡.

On the other hand, when 𝑥 /∈ Q𝑡, the controller needs to perform differently from
𝐹𝑥. Fig. 4-6 shows the input responses when the states are not quantized correctly.
The initial responses diverged, and the controller failed to stabilize the system.

4.4.3 Verification of the Tamper Resistance

In this subsection, we verify the tamper resistance of the proposed controller by
numerical analysis.

Assume that after stealing the controller, i.e., the blue box in Fig. 4-4, the attacker
randomly samples 10000 states from the uniform distribution on X, and obtains the
state-input pairs D = {(𝑥(1), 𝐾(𝑥(1))), ..., (𝑥(10000), 𝐾(𝑥(10000)))} of the controller. To
obtain 𝐹 , the attacker fits the data D to a linear function 𝑢 = 𝐾𝑥 by the least square
method and gets the estimation of the gain matrix 𝐹 , denoted by �̂�. The estimated
gain by the above procedure is

�̂� = [ 0.19 69.38 ]
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which is far from the gain 𝐹 . Fig. 4-7 shows the initial responses with the gain �̂�, it
is clear that the controller with estimated gain cannot stabilize the system.

4.4.4 Verification of the Security of the Set Q𝑡

In this subsection, we consider the security of the set Q𝑡.
From [117], we have that {cos(𝑡)|𝑡 ∈ N} is dense, from which {𝛼(𝑡) | 𝑡 ∈ N} is

dense. By the definition of Q𝑡, we have that
⋃︀∞

𝑡=0Q𝑡 ∖ {0}𝑛 is a dense set. Then, it is
unattainable for the attackers to obtain the nonzero elements in Q𝑡 from the observa-
tion of the elements in

⋃︀∞
𝑡=0 Q𝑡. Compared with the previous method in [65], where

the elements in Q can be observed by the attackers directly, our method improves
the tamper resistance of the controller.

4.5 Summary

In this chapter, we proposed a tamper-resistant controller in CPSs. If the state is
an element of a time-varying set, the controller outputs the same value as the original
controller; otherwise, it produces a different value from the original controller, where
the measure of the time-varying set in the set of continuous states is zero. We designed
the time-varying set elaborately such that the union of the sets over time is a dense
set. By using the property of a dense set, the information of the time-varying set is
unattainable for the attackers from the observation of the signals. Furthermore, since
the measure of the time-varying set in the set of continuous states is zero, without
the information of the time-varying set, the probability of an attacker obtaining the
information of the controller is theoretically zero. The tamper-resistant controller is
achieved by a neural network and time-varying quantization.
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Chapter 5

Conclusion

In this thesis, we proposed a solution to improve the resilience of the CPSs, which
consists of an anomaly detection framework and tamper-resistant control for a CPS.

We proposed a generalized anomaly detection framework that iterates sparse re-
construction and sequential measurement. The detection method can detect the
anomalies exactly with a small number of measurements, which is expected to be
applied to a variety of CPSs. In this thesis, we presented the applications of the
detection framework in the case of there is no prior knowledge and there is prior
knowledge, using the examples of network systems and demand response of smart
grids, respectively. Furthermore, we developed a termination condition for the itera-
tive detection algorithm that allows the algorithm to terminate after a few sequential
measurements and locate the anomalies with guaranteed exactness.

Then, we proposed a framework of tamper-resistant control in CPSs, which can
handle physical attacks on the controller, such as stealing the entity or copying the
code of the controller. The tamper-resistant controller outputs the same values as
the original controller if the state is an element of a finite time-varying quantized set;
otherwise, it produces a different value from the original controller. By designing the
time-varying set elaborately, the union of the sets over time is a dense set. By using
the property of a dense set, the attackers cannot obtain the information of the time-
varying set by observing the signals of the system. Furthermore, since the measure of
the time-varying set in the set of continuous states is zero, without the information
of the time-varying set, the probability of an attacker obtaining the information of
the controller is theoretically zero. In this thesis, we realized the tamper-resistant
controller by a neural network and time-varying quantization.

We have not considered the effect of the measurement noise in anomaly detection.
In addition, in some systems, the states are discrete, resulting in the measure of the
time-varying set in the set of discrete states is not zero. This has the potential to
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affect the tamper resistance of the proposed controller. Therefore, further studies
should be conducted to address these cases.
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Appendix A

Proof of Theorem 1

In this chapter, we prove Theorem 1.

Table A.1 summarizes the notation to be used in the proof with respect to the
number of nonzero elements in matrix 𝐶.

A.1 Theorem 1.1: Deriving 𝑚*(𝑛, 𝑓 )

A.1.1 Preparation

From [76, 118], we have the following lemmas.

Lemma 3 Consider a binary correlation matrix 𝐶 ∈ {0, 1}𝑚×𝑛. Let 𝑑𝑟𝑖(𝐶) and
𝑑𝑐𝑗(𝐶) denote the number of nonzero elements in the 𝑖-th row and 𝑗-th column vector
of 𝐶, respectively. Let 𝑑𝑟(𝐶) and 𝑑𝑐(𝐶) denote the average of the number of nonzero
elements in per row and column in 𝐶, respectively. Let 𝑝(𝐶) = min𝑖∈{1,2,...,𝑚} 𝑑𝑟𝑖(𝐶).
If 𝑑(𝐶) ≥ 2 and 𝑝(𝐶) ≥ 2, then

𝑚 ≥
2∑︁

𝑘=0

(︂(︀
𝑑𝑐(𝐶) − 1

)︀⌈ 𝑘
2⌉ (︀𝑑𝑟(𝐶) − 1

)︀⌊ 𝑘
2⌋
)︂
. (A.1)

�
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Table A.1: Summary of notations about the number of nonzero elements in 𝐶 ∈
{0, 1}𝑚×𝑛

Notation Meaning
𝑑𝑐𝑗(𝐶) Number of nonzero elements in the 𝑗-th column vector of 𝐶
𝑑𝑟𝑖(𝐶) Number of nonzero elements in the 𝑖-th row vector of 𝐶
𝑑𝑐(𝐶) Average number of nonzero elements in a column in 𝐶
𝑑𝑟(𝐶) Average number of nonzero elements in a row in 𝐶

𝑑(𝐶)
Minimum number of nonzero elements in a column of 𝐶,
i.e., min𝑗∈{1,2,...,𝑛} ‖𝑐𝑗‖2 = min𝑗∈{1,2,...,𝑛} 𝑑𝑐𝑗(𝐶)

𝑝(𝐶)
Minimum number of nonzero elements in a row of 𝐶,
i.e., min𝑖∈{1,2,...,𝑚} 𝑑𝑟𝑖(𝐶)

For example, consider a binary correlation matrix

𝐶 =

⎡⎢⎢⎢⎢⎢⎢⎢⎢⎣

1 0 0 1 0 0 1

1 0 0 0 1 0 0

0 1 0 1 0 0 0

0 1 0 0 0 1 0

0 0 1 0 1 0 0

0 0 1 0 0 1 1

⎤⎥⎥⎥⎥⎥⎥⎥⎥⎦
, (A.2)

in which 𝑚 = 6, 𝑛 = 7, 𝑑𝑐(𝐶) = 2, and 𝑑𝑟(𝐶) = 7
3
. The relation in (A.1) holds.

Lemma 4 Consider three positive integers 𝑑𝑟, 𝑑𝑐, and 𝑚. If

log
(︁
𝑚𝑑𝑟 − 𝑚𝑑𝑟

𝑑𝑐
−𝑚 + 1

)︁
log ((𝑑𝑟 − 1)(𝑑𝑐 − 1))

− 1 ≥ 1, (A.3)

then there exist an 𝑚× 𝑛 binary correlation matrix with

max
𝑖∈{1,2,...,𝑚}

𝑑𝑟𝑖(𝐶) = 𝑑𝑟, (A.4)

max
𝑗∈{1,2,...,𝑛}

𝑑𝑐𝑗(𝐶) = 𝑑𝑐. (A.5)

�

For example, consider 𝑑𝑟 = 3 and 𝑑𝑐 = 2, there exists a binary correlation matrix in
{0, 1}6×7 as shown in (A.2).
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A.1.2 Proof

Let C(𝑛, 𝑓) = {𝐶 ∈
⋃︀𝑛

𝑖=1{0, 1}𝑖×𝑛 | 𝐶 is a binary correlation matrix that satis-
fies (2.5)}, and let

𝑑𝑚𝑖𝑛 = min
𝐶∈C(𝑛,𝑓)

𝑑(𝐶). (A.6)

By the definition of C(𝑛, 𝑓) and 𝑚*(𝑛, 𝑓), it is clear that

𝑚*(𝑛, 𝑓) = min
𝐶∈C(𝑛,𝑓)

𝑚(𝐶). (A.7)

Now, consider a matrix 𝐶 ∈ C(𝑛, 𝑓). Because 𝑑(𝐶) ∈ Z+, we have

𝑑(𝐶) ≥ 𝑓 + 1. (A.8)

Therefore,

𝑑𝑚𝑖𝑛 = 𝑓 + 1. (A.9)

Then, the statement 1 of Theorem 1 is the consequence of (A.9) and the following
two facts:
(a) 𝑚*(𝑛, 𝑓) ≥

⌈︁√︁
𝑑𝑚𝑖𝑛𝑛(𝑑𝑚𝑖𝑛 − 1) + 1

4
+ 1

2

⌉︁
, the equality holds if there is an 𝑚 × 𝑛

binary correlation matrix 𝐶 with 𝑚 =
⌈︁√︁

𝑑𝑚𝑖𝑛𝑛(𝑑𝑚𝑖𝑛 − 1) + 1
4

+ 1
2

⌉︁
and 𝑑(𝐶) = 𝑑𝑚𝑖𝑛.

(b) 𝑚*(𝑛, 𝑓) ≤
⌈︁
𝑑𝑚𝑖𝑛

√︁
𝑛(𝑑𝑚𝑖𝑛 − 1) + 1

4
+ 1

2
𝑑𝑚𝑖𝑛

⌉︁
.

Facts (a) and (b) are proved as follows.
Proof of (a): Consider an 𝑚×𝑛 matrix 𝐶 ∈ C(𝑛, 𝑓) with 𝑑(𝐶) ≥ 2 and 𝑝(𝐶) ≥ 2.

Then

𝑑𝑐(𝐶) ≥ 𝑑(𝐶), (A.10)

𝑑𝑟(𝐶) ≥ 𝑛𝑑(𝐶)

𝑚
. (A.11)

From (A.1) in Lemma 3, we have

𝑚 ≥
√︂

𝑑(𝐶)𝑛(𝑑(𝐶) − 1) +
1

4
+

1

2
, (A.12)

from which we have that a small 𝑑(𝐶) improves the bound of 𝑚. Because 𝑑𝑚𝑖𝑛 is
the smallest integer that satisfies (2.5), then by regarding 𝑑𝑚𝑖𝑛 as 𝑑(𝐶) in (A.12),
from Lemma 1, we have the inequation in fact (a). Next, consider an 𝑚 × 𝑛 binary
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correlation matrix 𝐶 with 𝑚 =
⌈︁√︁

𝑑𝑚𝑖𝑛𝑛(𝑑𝑚𝑖𝑛 − 1) + 1
4

+ 1
2

⌉︁
and 𝑑(𝐶) = 𝑑𝑚𝑖𝑛. It is

clear that the matrix 𝐶 ∈ C(𝑛, 𝑓). Then, we have fact (a).

Proof of (b): The condition in (A.3) can be expressed as

𝑚 ≥ 𝑑𝑐 + 𝑑𝑐(𝑑𝑐 − 1)(𝑑𝑟 − 1), (A.13)

from which small values of 𝑑𝑟 and 𝑑𝑐 improve the bound of 𝑚. Consider a binary
correlation matrix 𝐶 ∈ {0, 1}𝑚×𝑛 with

𝑑𝑐1(𝐶) = 𝑑𝑐2(𝐶) = · · · = 𝑑𝑐𝑛(𝐶) = 𝑑𝑐, (A.14)

max
𝑖∈{1,2,...,𝑚}

𝑑𝑟𝑖(𝐶) ≤
⌈︂
𝑛𝑑𝑐
𝑚

⌉︂
. (A.15)

From Lemma 4, if

𝑚 ≥ 𝑑𝑐

√︂
𝑛(𝑑𝑐 − 1) +

1

4
+

1

2
𝑑𝑐, (A.16)

holds, then there exist such a binary correlation matrix 𝐶. Therefore, by regarding
𝑑𝑚𝑖𝑛 as 𝑑𝑐 in (A.16), if

𝑚 ≥ 𝑑𝑚𝑖𝑛

√︂
𝑛(𝑑𝑚𝑖𝑛 − 1) +

1

4
+

1

2
𝑑𝑚𝑖𝑛, (A.17)

then there exist an 𝑚× 𝑛 matrix 𝐶 ∈ C(𝑛, 𝑓). This proves fact (b).

A.2 Theorem 1.2: Finding 𝒢*

A.2.1 Preparation

From [119, 120], we have the following lemma.

Lemma 5 Consider a graph 𝒢 = (V,E) with 𝑛 nodes and a nonnegative integer 𝑝.
If

𝛿(𝒢) ≥ 𝑛− 𝑝

2
, (A.18)

then for each set of nodes P ⊆ V such that |P| ≥ 𝑝, the subgraph of 𝒢 induced by P

has a Hamiltonian path. �

78



A.2.2 Proof

The statement 2 of Theorem 1 is the consequence of the following two facts:
(c) Consider a network 𝒢 ∈ G(𝑛) and a matrix 𝐶 ∈ {0, 1}𝑚×𝑛. If

𝛿(𝒢) ≥ 𝑛− 𝑝(𝐶)

2
, (A.19)

then 𝐶 ∈ C(𝒢).
(d) There is an 𝑚*(𝑛, 𝑓) × 𝑛 matrix 𝐶 ∈ C(𝑛, 𝑓) with

𝑝(𝐶) ≥
⌊︂
𝑛(𝑓 + 1)

𝑚+

⌋︂
. (A.20)

Facts (c) and (d) are proved as follows.

Proof of (c): Consider a matrix 𝐶 ∈ {0, 1}𝑚×𝑛, and set it to the measurement
matrix of network 𝒢 ∈ G(𝑛). Let T𝑖(𝐶) = {𝑣𝑗 ∈ V | 𝑐𝑖𝑗 = 1}. In other words, T𝑖(𝐶)

denotes the set of the nodes to be measured by probe 𝑖. Then, we have

|T𝑖(𝐶)| ≥ 𝑝(𝐶) (𝑖 = 1, 2, . . . ,𝑚). (A.21)

From Lemma 5 and (A.21), if (A.19) holds, there is a Hamiltonian path in 𝒢T𝑖(𝐶) (𝑖 =

1, 2, . . . ,𝑚). It implies that the manager can send 𝑚 probe along the 𝑚 Hamiltonian
paths and the measurement results are given by (2.1). Therefore, the matrix 𝐶 is
feasible in the network 𝒢, i.e., 𝐶 ∈ C(𝒢). This proves fact (c).

Proof of (d): From [77], there is an 𝑚*(𝑛, 𝑓) × 𝑛 matrix 𝐶 ∈ C(𝑛, 𝑓) with

𝑑(𝐶) = 𝑑𝑚𝑖𝑛 (A.22)

𝑝(𝐶) =

⌊︂
𝑛𝑑𝑐(𝐶)

𝑚*(𝑛, 𝑓)

⌋︂
. (A.23)

From (A.9), it is clear that

𝑑𝑐(𝐶) ≥ 𝑓 + 1 (A.24)

Then, from (A.23) and (A.24), the matrix 𝐶 has

𝑝(𝐶) ≥
⌊︂
𝑛(𝑓 + 1)

𝑚*(𝑛, 𝑓)

⌋︂
. (A.25)

Therefore, fact (b) and (A.25) complete the proof.
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A.3 Theorem 1.3

In this section, we find an 𝑓 -identifiable measurement matrix for network 𝒢*.
From (A.9), facts (c) and (d), there is a binary correlation matrix 𝐶 ∈ {0, 1}𝑚*(𝑛,𝑓)×𝑛

with 𝑑(𝐶) = 𝑓 + 1 in C(𝒢*). From Lemma 1, it is clear that the matrix 𝐶 is 𝑓 -
identifiable. This completes the proof of Theorem 1.3.
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Appendix B

Proof of Theorem 2

Let 𝜏 represents the iteration number 𝑡 when 𝑟(𝑡) = 0, i.e., 𝑟(𝜏) = 0. Let L̄(𝑡) =

{1, 2, . . . , 𝑛} ∖ L(𝑡), and it is clear that

L̄(𝜏) ∪ L(𝜏) = {1, 2, . . . , 𝑛}, (B.1)

L̄(𝜏) ∩ L(𝜏) = ∅. (B.2)

Then, the statement of Theorem 2 is the consequence of the following three facts:
(a) For each 𝑗 ∈ L̄(𝜏), 𝑙*(𝑣𝑗) = 𝑙𝑗(𝜏).
(b) For each 𝑗 ∈ L(𝜏), 𝑙𝑗(𝜏) = 0.
(c) For each 𝑗 ∈ L(𝜏), 𝑙*(𝑣𝑗) = 0.

Next, we prove the three facts, respectively.

Proof of (a): By the definitions of L(𝜏) and 𝑙(𝜏), we have that 𝑙*(𝑣𝑗) = 𝑙𝑗(𝜏) for
each 𝑗 /∈ L(𝜏). Then, from (B.1) and (B.2), we have fact (a).

Proof of (b): Fact (b) follows directly from the definition of 𝑙(𝜏).

Proof of (c): Let 𝑟𝑖(𝑡) denote the 𝑖-th element of 𝑟(𝑡). From the definition of 𝑟(𝑡),
we have

𝑟𝑖(𝑡) = 𝑦𝑖 −
∑︁
𝑗∈P𝑖

𝑙𝑗(𝑡) (B.3)

for each 𝑖 ∈ {1, 2, . . . ,𝑚}. Since 𝑟(𝜏) = 0, then

𝑦𝑖 =
∑︁
𝑗∈P𝑖

𝑙𝑗(𝜏) =
∑︁

𝑗∈P𝑖∩L̄(𝜏)

𝑙𝑗(𝜏) +
∑︁

𝑗∈P𝑖∩L(𝜏)

𝑙𝑗(𝜏) (B.4)

for each 𝑖 ∈ {1, 2, . . . ,𝑚}. On the other hand, by the definition of 𝑙*(𝑣𝑗), it is clear
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that

𝑦𝑖 =
∑︁
𝑗∈P𝑖

𝑙*(𝑣𝑗) =
∑︁

𝑗∈P𝑖∩L̄(𝜏)

𝑙*(𝑣𝑗) +
∑︁

𝑗∈P𝑖∩L(𝜏)

𝑙*(𝑣𝑗) (B.5)

holds for all 𝑖 ∈ {1, 2, . . . ,𝑚}. From (B.4) and (B.5), we have that for each 𝑖 ∈
{1, 2, . . . ,𝑚},∑︁

𝑗∈P𝑖∩L̄(𝜏)

𝑙*(𝑣𝑗) +
∑︁

𝑗∈P𝑖∩L(𝜏)

𝑙*(𝑣𝑗) =
∑︁

𝑗∈P𝑖∩L̄(𝜏)

𝑙𝑗(𝜏) +
∑︁

𝑗∈P𝑖∩L(𝜏)

𝑙𝑗(𝜏). (B.6)

Then, from fact (a) and (C.1), we have∑︁
𝑗∈P𝑖∩L(𝜏)

𝑙*(𝑣𝑗) =
∑︁

𝑗∈P𝑖∩L(𝜏)

𝑙𝑗(𝜏) (B.7)

for each 𝑖 ∈ {1, 2, . . . ,𝑚}, which implies that

𝑚∑︁
𝑖=1

⎛⎝ ∑︁
𝑗∈P𝑖∩L(𝜏)

𝑙*(𝑣𝑗)

⎞⎠ =
𝑚∑︁
𝑖=1

⎛⎝ ∑︁
𝑗∈P𝑖∩L(𝜏)

𝑙𝑗(𝜏)

⎞⎠ . (B.8)

According to fact (b) and (C.4), we have

𝑚∑︁
𝑖=1

⎛⎝ ∑︁
𝑗∈P𝑖∩L(𝜏)

𝑙*(𝑣𝑗)

⎞⎠ = 0. (B.9)

Since

𝑚⋃︁
𝑖=1

P𝑖 = {1, 2, . . . , 𝑛}, (B.10)

then

𝑚∑︁
𝑖=1

⎛⎝ ∑︁
𝑗∈P𝑖∩L(𝜏)

𝑙*(𝑣𝑗)

⎞⎠ ≥
∑︁

𝑗∈L(𝜏)

𝑙*(𝑣𝑗). (B.11)

Since 𝑥* ∈ [0,∞)𝑛 and (B.9), we have fact (c).
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Appendix C

Proof of Theorem 3

Let 𝑥*
𝑖𝑗 ∈ [0, 1] be the true value of the anomaly rate of participant 𝑖 at time slot 𝑗,

and let P̄(𝑡) := {1, 2, . . . , 𝑛} ∖P(𝑡), which is the list of the participants whose smart
meter has been inspected until the 𝑡-th iteration in the algorithm. Furthermore, we
use 𝜏 to represent the iteration number 𝑡 when 𝑥𝑖(𝑡) = 0, i.e., 𝑥𝑖(𝜏) = 0.

The following four facts hold for 𝜏 :
(a) 𝑥𝑖𝑗(𝜏) = 0 (𝑗 = 1, 2, ...,𝑚) for every 𝑖 ∈ P(𝜏).
(b) 𝑥𝑖𝑗(𝜏) = 𝑥*

𝑖𝑗 (𝑗 = 1, 2, ...,𝑚) for every 𝑖 ∈ P̄(𝜏).
(c) The following relation holds:∑︁

𝑖∈P(𝜏)

𝑐𝑖𝑗(1 − 𝑥*
𝑖𝑗) +

∑︁
𝑖∈P̄(𝜏)

𝑐𝑖𝑗(1 − 𝑥*
𝑖𝑗) = 𝑠𝑗 (𝑗 = 1, 2, ...,𝑚).

(d) The modified version of (c) holds:∑︁
𝑖∈P(𝜏)

𝑐𝑖𝑗(1 − 𝑥𝑖𝑗(𝜏)) +
∑︁

𝑖∈P̄(𝜏)

𝑐𝑖𝑗(1 − 𝑥𝑖𝑗(𝜏)) = 𝑠𝑗 (𝑗 = 1, 2, ...,𝑚).

Facts (a) and (b) are trivial from the definitions of P(𝑡), P̄(𝑡), 𝜏 , and 𝑖(𝑡), while (c)
and (d) are given by (3.1), the definitions of P(𝑡) and P̄(𝑡) (in particular, the list
{1, 2, . . . , 𝑛} of the participants is divided into P(𝑡) and P̄(𝑡)), and the fact that 𝑥(𝑡)

is a solution to the optimization problem OP(𝑡) for the linear equation in (3.1).

By using (a)–(d), we now prove

(e) 𝑥𝑖𝑗(𝜏) = 𝑥*
𝑖𝑗 (𝑗 = 1, 2, ...,𝑚) for every 𝑖 ∈ P(𝜏)

because (b) and (e) imply the consequence of Theorem 3.

Suppose that 𝑗 ∈ {1, 2, ...,𝑚} is arbitrarily given. From (a), (b), and (d), we
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obtain ∑︁
𝑖∈P(𝜏)

𝑐𝑖𝑗 +
∑︁

𝑖∈P̄(𝜏)

𝑐𝑖𝑗(1 − 𝑥*
𝑖𝑗) = 𝑠𝑗, (C.1)

which, together with (c), provides∑︁
𝑖∈P(𝜏)

𝑐𝑖𝑗(1 − 𝑥*
𝑖𝑗) −

∑︁
𝑖∈P(𝜏)

𝑐𝑖𝑗 = 0, (C.2)

i.e., ∑︁
𝑖∈P(𝜏)

𝑐𝑖𝑗𝑥
*
𝑖𝑗 = 0. (C.3)

Since 𝑐𝑖𝑗 > 0 and 𝑥*
𝑖𝑗 ≥ 0 (𝑖 = 1, 2, . . . , 𝑛, 𝑗 = 1, 2, . . . ,𝑚), it follows from (C.3) that

𝑥*
𝑖𝑗 = 0 (𝑗 = 1, 2, ...,𝑚) (∀𝑖 ∈ P(𝜏)). (C.4)

This and (a) prove (e).
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Appendix D

Proof of Lemma 2

Let A = {𝛼(𝑡) | 𝑡 ∈ N}. Since A is dense, we have that

∀𝜖 > 0, ∀𝑎 ∈ A, ∃𝑎′ ∈ A, ‖𝑎− 𝑎′‖2 < 𝜖 s.t. 𝑎 ̸= 𝑎′. (D.1)

Then,

∀𝛿 > 0, ∀𝑎 ∈ A, ∀𝑞 ∈ Q, ∃𝑎′ ∈ A, ‖𝑞𝑎− 𝑞𝑎′‖2 < 𝛿 s.t. 𝑎 ̸= 𝑎′. (D.2)

In other words, by letting QΣ =
⋃︀∞

𝑡=0 Q𝑡 ∖ {0}𝑛,

∀𝛿 > 0, ∀𝑝 ∈ QΣ, ∃𝑝′ ∈ QΣ, ‖𝑝− 𝑝′‖2 < 𝛿 s.t. 𝑝 ̸= 𝑝′. (D.3)

This complete the proof.
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